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Abstract—The need for reducing manufacturing defect escape in today’s safety-critical applications requires increased fault coverage. However, generating a test set using commercial automatic test pattern generation (ATPG) tools that lead to zero-defect escape is still an open problem. It is challenging to detect all stuck-at faults to reach 100% fault coverage. In parallel, the hardware security community has been actively involved in developing solutions for logic locking to prevent IP piracy. Locks (e.g., XOR gates) are inserted in different locations of the netlist so that an adversary cannot determine the secret key. Unfortunately, the Boolean satisfiability (SAT) based attack, introduced in [1], can break different logic locking schemes in minutes. In this paper, we propose a novel test pattern generation approach using the powerful SAT attack on logic locking. A stuck-at fault is modeled as a locked gate with a secret key. Our modeling of stuck-at faults preserves the property of fault activation and propagation. We show that the input pattern that determines the key is a test for the stuck-at fault. We propose two different approaches for test pattern generation. First, a single stuck-at fault is targeted, and a corresponding locked circuit with one key bit is created. This approach generates one test pattern per fault. Second, we consider a group of faults and convert the circuit to its locked version with multiple key bits. The inputs obtained from the SAT tool are the test set for detecting this group of faults. Our approach is able to find test patterns for hard-to-detect faults that were previously failed in commercial ATPG tools. The proposed test pattern generation approach can efficiently detect redundant faults present in a circuit. We demonstrate the effectiveness of the approach on ITC’99 benchmarks. The results show that we can achieve a perfect fault coverage reaching 100%.

Index Terms—ATPG, D-Algorithm, Boolean Satisfiability, Logic Locking, Fault Coverage.

I. INTRODUCTION

The exponential growth of integrated circuits (ICs) in our critical infrastructure requires aggressive testing as system failure has severe safety consequences. As a result, it is critical that the escape of manufacturing defects to the next stage approaches zero. For example, multiple safety standards like AEC-Q100, ISO 26262 [2] are defined to meet the zero-defective-parts-per-million goal for safety-critical automotive chips. Testing plays a vital role in detecting all possible defects in the manufactured chips to avoid the potentially devastating effects when defective ones slip from the testing facility. Today’s commercial automatic test pattern generation (ATPG) can generate test patterns for stuck-at, delay, bridging, and a few other fault models [3]. However, achieving a fault coverage that leads to zero-defect escape is still an open problem. For example, it is challenging to reach 100% stuck-at fault coverage using commercial ATPG tools. The faulty response generated by some faults may be difficult to observe at the outputs of any circuit, limiting the desired goal of achieving perfect fault coverage.

Over the past few decades, we have seen a steady increase in the fault coverage for combinational circuits thanks to ever-advancing ATPG techniques, from Roth’s D-Algorithm [4], [5] to PODEM [6], FAN [7], SOCRATES [8], TRAN [9], SAT-based [10]–[12], etc. Although high fault coverage is desired in IC testing, the main bottleneck often lies in the classification of redundant faults and test pattern generation for hard-to-detect faults, where the ATPG tools fall short in finding the appropriate test vectors after multiple backtracks and logic reassignment. Some undetected faults are redundant faults in the circuit, where no pattern could propagate the faulty effect to the primary output. Others can be detected, but suitable test patterns are yet to be found. It would be advantageous to analyze these undetected faults so that we can accurately distinguish any non-redundant faults from the redundant ones. The classification of these hard-to-detect faults would lead to a further increase in fault coverage.

The hardware security community has been actively involved in solving the threat of intellectual property (IP) piracy [13]–[17] and IC overproduction [18]–[24], originating from the horizontal integration of semiconductor design, manufacturing, and test. It is practically infeasible for many design houses to manufacture chips on their own due to the increased chip design complexity and manufacturing processes. An untrusted entity in the semiconductor supply chain can pirate the design details and cause irreparable damage. Logic locking [18], [23]–[26] was proposed to counter IP piracy, where a circuit design is obfuscated using a secret key. A chip functions correctly if the same secret key is programmed in a tamper-
proof memory, as shown in Figure 1(a). The conceptual logic locking scheme is shown in Figure 1(c), where an XOR gate is inserted at node $A$ to modify the original functionality, shown in Figure 1(b). The security of any locking scheme relies on the secrecy of the key. The original net can be recovered if an adversary obtains the correct key values. Subramanyan et al. showed that Boolean Satisfiability (SAT) could be used to break traditional locking schemes effectively [1]. The attack constructs a miter circuit and asks SAT solver to find an input pattern that produces differentiating output behavior between incorrect keys and the right one. The attack is very effective in determining the key (i.e., the value of $k$, the key-input of XOR shown in Figure 1(c)) no matter where the key gate (XOR) is placed in the netlist. This motivates us to develop a novel test pattern generation scheme using this powerful SAT attack. The question is, can we model a stuck-at fault to its key dependant pattern generation scheme using this powerful SAT attack. The answer is yes, and thus a test for the same stuck-at fault?

In this paper, we show the modeling of stuck-at-0 ($sa0$) and stuck-at-1 ($sa1$) faults to a locked circuit so that the existing powerful SAT-based attack [1] can be applied to generate a test pattern. We target undetected faults where the commercial ATPG tool [3] falls short in producing test patterns. Our work focuses on identifying the redundant ones from these undetected faults and finding suitable patterns for detecting non-redundant faults to increase fault coverage further. A $sa0$ fault is modeled using an AND gate inserted into the fault site (see Figure 3), whereas a $sa1$ fault is modeled using an OR gate (see Figure 3). Once a stuck fault is converted to a key dependant AND/OR gate, we then ask the SAT attack [1] to solve the key and return the distinguishing input patterns it used in deriving the key value. We show that a distinguishing input pattern returned by the SAT attack allows us to sensitize a stuck fault and propagate the faulty response to the output.

The contributions of this paper are summarized as follows:

- **Modeling of stuck-at-faults**: We propose a novel technique to model stuck-at faults (e.g., $sa0$ and $sa1$) to their equivalent locked circuits so that the SAT attack tool can be used to generate tests for faults that are undetected by the commercial tool. First, the modeling preserves the logic value applied in fault activation so that only this value could sensitize a key bit from the key gate. Second, the transformation also guarantees that the propagation of key bits to the primary output matches fault propagation. The above two criteria assure that, when a solution exists for attacking the logic locked circuit, the same solution holds for the test pattern generation of stuck-at-faults.

- **Test pattern generation for hard-to-detect faults**: Our proposed approach converts the problem of test pattern generation for stuck-at faults to breaking the logic locking scheme. We demonstrate that, upon the successful description of the key bits, the distinguishing input patterns (DIPs) returned from SAT attack [1] are the desired test patterns to differentiate the faulty and fault-free circuit.

- **Identification of redundant faults**: With the proposed SAT-based test pattern generation approach, we can also identify any redundant faults in the circuit. If a fault resides at a redundant site, the SAT program will not return any distinguishing pattern. For any locked circuit with a redundant fault, unlocking it with the incorrect key does not change the circuit’s functionality, where the same input-output pair is observed for both $k = 0$ and $k = 1$. As a result, no test coverage is necessary as the faulty response does not affect the output and can be discarded from the total detectable fault count.

The rest of the paper is organized as follows. We begin with a brief introduction to test pattern generation and SAT attack on logic locking in Section 1. Our proposed approach to increase fault coverage is presented in Section 2. The result and analysis for the proposed approach are described in Section 3. Finally, we conclude the paper in Section 4.

**II. BACKGROUND**

Since our focus is to generalize any circuit with stuck-at faults to its equivalent key-dependent logic locking counterpart, we describe the working principle of both test pattern generation and SAT attack on logic locking. Our proposed approach against logic locking while emphasizing the similarity between the two. We assume that the circuit of interest is purely combinational. Any sequential circuit is assumed to have scan chains, and we can perform scan-based testing so that it is analogous to a combinational circuit with additional pseudo-primary input (PPI) and pseudo-primary output (PPO) from the scan flip-flops [27].

**A. Test Pattern Generation - D Algorithm**

Although various ATPG algorithms [4], [6], [9], [27], [29] have been proposed over the past few decades, we outline Roth’s D-Algorithm [4], [5] in this section since it is the foundation to the subsequently revised ATPG techniques and the motivation for our proposed approach. D-algorithm consists of fault sensitization, fault propagation, and line justification [27]. To generate a test pattern, ATPG first places a logic value (logic 1 or 0) opposite to the stuck-at fault ($sa0$ or $sa1$) during fault sensitization. $D$ or $\overline{D}$ is assigned at the $sa0$ or $sa1$ locations, respectively, with D-algorithm. This is the fault sensitization necessary to differentiate a faulty circuit from a fault-free one. Then, ATPG performs fault propagation such that the fault response, either $D$ or $\overline{D}$, is observable at the primary output. Finally, in line justification, ATPG finds an input pattern in which fault sensitization and propagation are guaranteed. Conflict may occur during the logic assignment in both fault propagation and line justification, in which the
Algorithm 1: SAT attack on logic locking [1].

Input: Unlocked circuit, oracle \((C_O(X, Y))\) and locked circuit \((C(X, K, Y))\)

Output: Correct Key \((K_c)\)

1. \(i \leftarrow 1\);
2. \(F \leftarrow C(X, K_{A1}, Y_{A1}) \wedge C(X, K_{B1}, Y_{B1});\)
3. \([X_i, K_i, f] = \text{sat}[F \wedge (Y_{A1} \neq Y_{B1})];\)
4. while \((f == \text{true})\) do
   5. \(Y_i = \text{sim}_\text{eval}(X_i);\)
   6. \(F \leftarrow F \wedge C(X_i, K_{A1}, Y_i) \wedge C(X_i, K_{B1}, Y_i);\)
   7. \(i \leftarrow i + 1;\)
   8. \([X_i, K_i, f] = \text{sat}[F \wedge (Y_{A1} \neq Y_{B1})];\)
5. end
6. \(K_c \leftarrow K_i;\)
7. return \(K_c;\)

ATPG has to backtrack to remove the previous assignment and make new decisions. What makes test pattern generation the NP-complete problem is that the actual number of backtracks and/or forward implication is agnostic to the ATPG tool, and the worst-case is to iterate through all possible assignments forcing the complexity to become exponential to the circuit size \([27]\). To avoid the exponential running time when generating test patterns, the current ATPG tool \([5]\) includes an upper limit to the number of possible backtracks before moving on with the subsequent fault.

B. SAT attack on Logic Locking

Over the years, the optimization and advancement of SAT algorithms have led to a significant decrease in average runtime for SAT solvers \([30]\). This leads to a growing number of SAT-based applications. One of the most prominent attacks to counter logic locking, proposed by Subramanyan et al. \([1]\), invokes SAT solver \([31]\) to trim key space efficiently and derive the correct key. Although various logic locking approaches \([18], [23] - [25]\) have been proposed to obfuscate the original circuitry, SAT attack breaks all of them effectively. Furthermore, SAT attack is also the backbone of the subsequent logic locking attacks \([32] - [34]\). This oracle-guided attack receives two circuits as its input, the original circuit, \(C_O(X, Y)\), and its locked version, \(C(X, K, Y)\). The correct key \(K_c\) unlocks the circuit so that it behaves identically to the oracle, \(C(X, K_c, Y) = C_O(X, Y)\), but the circuit with an incorrect key would lead to one or more output bits mismatch under certain input vectors. This discrepancy in output response, compared with the oracle, is exploited by the SAT attack. The SAT attack works in two steps, the initialization and the iterative process of pruning of key space.

1) Initialization: It first constructs the miter circuit, where the locked circuit is replicated twice, \(C(X, K_{A1}, Y_{A1})\) and \(C(X, K_{B1}, Y_{B1})\), Algorithm \([1]\) Line 2. The two circuits share input \(X\) but not the keys \(K_A, K_B\). Any output mismatch between the two circuits can be easily identified. In the miter circuit, the corresponding output bits from \(Y_A\) and \(Y_B\) are XORed and then ORed together so that a logic one at the final output indicates the output disagreement between \(Y_A\) and \(Y_B\) while a logic zero does not.

2) Pruning of key space: The attack iteratively removes the equivalence classes of incorrect keys. Since the main focus of SAT attack is the use of SAT solver to generate the appropriate input vectors, we denote the \(i^{th}\) query of the SAT solver (abstracted as function \(\text{sat}[\cdot]\)) as the \(i^{th}\) iteration of the SAT attack. At \(i^{th}\) round, it finds a distinguishing input pattern \(X_i\) along with assigning \(f == \text{true}\), where at least one output bit diverges between \(C(X_i, K_{A1}, Y_{A1})\) and \(C(X_i, K_{B1}, Y_{B1})\), \(Y_{A1} \neq Y_{B1}\). Line 3, Line 8. The actual output \(Y_i\) for this distinguishing input \(X_i\) is obtained from oracle simulation, \(C_O(X_i, Y_i)\), Line 5. Both \(X_i\) and \(Y_i\) are stored in the solver assumptions, Line 6, and carried to the subsequent iterations. By appending this input-output pair \(\{X_i, Y_i\}\) to the conjunctive normal form (CNF) in \(F\), it facilitates the removal of any incorrect key combination that produces output other than the correct one \(Y_i\). The input-output pairs are accumulated so that, at the subsequent iteration, the distinguishing input pattern that the SAT solver finds not only creates differential output for the miter circuit but also satisfies all the constraint pairs \(\land_{i=1,2\ldots}(C(X_i, K_{A1}, Y_i) \wedge C(X_i, K_{B1}, Y_i))\) of the previous findings. The SAT attack continues to eliminate the incorrect key classes and shrinks key space until no more distinguishing input patterns can be found, then assigns \(f == \text{false}\). This implies that no more incorrect keys remain. It may occur to some circuits, though rare, that more than one key is left in the key space when distinguishing input patterns no longer exists to differentiate these keys. These keys are in the equivalence class of the correct key since none would produce an output that diverges from the oracle’s output. The SAT solver returns the key assignment of the last iteration as the correct key \(K_c\). The detailed attack is shown in Algorithm \([1]\). It is worth noting that, for every locked circuit, the very last iteration of the SAT attack always produces a UNSAT result \((f == \text{false})\) where the SAT solver has exhausted all distinguishing input patterns.

III. PROPOSED SAT-BASED TEST GENERATION APPROACH

The test pattern returned by ATPG for detecting a \(sa1\) (or \(sa0\)) fault for a given node will yield one or more output differences for the faulty circuit against the fault-free one. In particular, the ATPG tool controls the faulty line with the opposite of fault value and generates a test pattern where the faulty response is visible at the output. However, the ATPG tool may fail to find the appropriate input pattern during test pattern generation due to the complexity in making fault observable, like D-Algorithm’s fault activation, fault propagation, and line justification. We can broadly categorize faults as redundant and non-redundant. If the fault is redundant, no test pattern can detect it since the faulty logic does not affect the circuit’s functionality. If the fault is not redundant, an input pattern must exist to propagate the fault to the output. Although ATPG may not successfully deduce a test pattern, it does not necessarily say that the fault is redundant. The fault could still belong to either group, redundant or non-redundant.
The focus of this section is to generate test patterns for non-redundant faults and, at the same time, separate the redundant faults. In particular, this section presents how to precisely label a fault as redundant or not when ATPG fails to give the test pattern for an undetected fault and find the appropriate test pattern in concurrence with the identification of a hard-to-detect fault. We introduce a novel approach to construct an equivalence mapping between test pattern generation of stuck-at faults and SAT attack on logic locking. Our fault modeling inserts key gates at the faulty lines so that both fault observability and controllability are fulfilled when the SAT attack tries to find distinguishing patterns to decrypt the key bits. For redundant fault, our model returns UNSAT at the first iteration of SAT attack without any distinguishing input pattern, indicating that no pattern could make the fault observable. For any hard-to-detect fault, SAT attack obtains a satisfiable input assignment at the first round, which is the desired test vector. Our approach offers a solution for the test pattern generation problem of hard-to-detect faults, in a novel perspective from logic locking, where any patterns derived from the SAT attack are the ones we needed in the test pattern generation domain.

A. Modeling of stuck-at fault with key-dependent circuit

SAT attack on logic locking has shown tremendous success in deriving the correct key of various locking in a few seconds [1]. As described in Section 4.1.2, this means that the SAT attack found the input patterns necessary for removing all incorrect key combinations within the recorded time frame. For example, the locked benchmark of c880 with 192-bit key from random logic locking (randomly inserts XOR/XNOR key gates) is broken by SAT attack using only 46 distinguishing input patterns in less than 3 seconds. The efficiency of SAT attack, in terms of both attack time and the number of input patterns, motivates us to exploit it to identify any non-redundant faults and generate the associated test patterns for these hard-to-detect faults that are not previously detected by the commercial ATPG tool. Moreover, it is also desired if we can simultaneously determine any undetected fault as truly redundant with SAT attack. Nevertheless, before we can apply it to the undetected faults, it is necessary to ensure that the proposed approach is universal for the detection of any stuck-at faults, not just the undetected ones. To equivalently transform a circuit with stuck-at faults to a locked one, we need to make sure that the properties of these faults being controllable and observable during test pattern generation are preserved when SAT attack derives the secret with distinguishing input patterns. The necessary condition for this equivalence is that it must ensure the fault is controllable by the pattern returned from SAT attack, where the opposite value of the stuck-at fault is placed at the faulty node.

Let us first consider the XOR-based logic locking to model the stuck-at fault. For a stuck-at fault, shown in Figure 2(a), we model this fault with an XOR key gate with 1-bit key $k$. If a logic 0 is placed on the input of the key gate, as shown in Figure 2(b), the key value is visible at the output (i.e., $k$).

**Figure 2.** Stuck-at fault cannot be modeled with XOR key gate. (a) an interconnect with a stuck-at fault (b) XOR gate with input logic 0 (c) XOR gate with input logic 1.

Similarly, if logic 1 is assigned to the input of this key gate, as shown in Figure 2(c), the key value is also visible at the output (e.g., $k$). Both logic values, either 0 or 1, are valid to assist the propagate of key $k$ for the miter circuit in SAT attack. To model the test pattern generation of a sa0, we need to assign logic 1 before the fault to detect this fault, which is identical to an input 1 for the key gate, as Figure 2(c). However, the input of logic 0 also propagates the key instead of staying at the same logic 0 state. Likewise, for modeling the test pattern generation of a sa1, we should assign the opposite value, logic 0, to this wire, which is the same as putting an input 0 for the key gate, as Figure 2(b). Again, the same logic 1 also propagates the key instead of staying at the same logic 1 state. This deviates from the behavior of a stuck-at fault. As a result, we cannot model a stuck-at fault using an XOR (or XNOR) gates.

![Figure 2](image_url)

**Figure 3.** Model sa0 with AND key gate. (a) successful propagation of key $k$ with logic 1 (b) failed propagation of key $k$ with logic 0.

As XOR/XNOR gates can not be used for modeling a stuck-at fault, we need to find a different key gate so that its input can only have the opposite value of the stuck-at fault for key propagation. Logic 1 complements sa0 fault for making it observable, while logic 0 does not change the functionality. If we pick AND gate, instead of XOR, as the key gate, logic 1 at the input of the key gate will help $k$ to the key gate’s output, as shown in Figure 3(a), but a logic 0 at the input blocks the key propagation with a constant 0 at the output, as shown in Figure 3(b). This means that, if a DIP exists, the SAT attack will assign logic 1 to the input of the key gate for the miter circuit since logic 0 could not fulfill the differential output condition between the incorrect and correct keys. The input vector used for key derivation in SAT attack satisfies the controllability and observability requirement of sa0 in test pattern generation.

For sa1 fault, we need to assign logic 0 at the fault site for observing the sa1 since having the same logic as the fault, logic 0, impedes it from being revealed. Analogous to selecting AND key gate for sa0 test pattern generation, we choose OR gate to model sa1. A logic 0 at the input of the OR key gate allows $k$ to appear at the key gate’s output, as shown...
Figure 4. Model sa1 with OR gate. (a) successful propagation of key k with logic 0 (b) failed propagation of key k with logic 1.

in Figure 4(a). However, placing a logic 1 at the input blocks the key visibility with constant 1 at the output, as shown in Figure 4(b). Similar to the analysis on AND key gate and sa0, for generating DIPs, the SAT attack must assign logic 0 to the input of the key gate because logic 1 fails to differentiate the circuit’s output between the incorrect and the correct key bit. Also, the input vector for the key derivation of AND key gate in SAT attack corresponds to the observability criterion of sa1 in test pattern generation.

Figure 5. Stuck-at-faults modeling in the presence of multiple fanouts from gate G. (a) sa0 at the output of gate G (b) sa1 at the output of gate G. (c) sa0 at one of the fanout. (d) sa1 at one of the fanout.

For comprehensiveness, let us consider a logic gate G (e.g., an XOR gate in the netlist) having multiple fanouts with a stuck-at fault located at its output. This is also applicable to a stuck-at fault presented at any primary input, where this input is extended to multiple gates’ input. There is a substantial difference between whether the stuck-at fault is positioned right after the gate’s output or just on one of the fanout branches. If the fault is located at the output of gate G, as shown in Figure 5(a) for sa0 and Figure 5(b) for sa1, its faulty response affects all the subsequent connected nodes, and we can lock it with the fault modeling of either Figure 4(a) or Figure 4(b). However, one limitation for the above locking is that it could not accurately reflect any fault sitting at a single fanout while the other branches are not influenced. Since all the fanouts have the same node name attached, we need to rename the branch with fault to avoid the faulty response inadvertently reaching the other fanouts. So, we attach one buffer at that faulty branch to differentiate the node name from the output name of gate G (and other branches). Adding a buffer (or buffers) would not change the circuit’s functionality. It only serves to constrain the propagation of the secret key in the locked circuit for consistency with the fault profile. This property remains when we convert the locked circuit from Verilog to the SAT-attack-compatible bench format, as in Algorithm 3 Lines 13 and 24. Then, we convert the stuck-at fault by following the same fault modeling described in Figures 4(a) and 4(b). Figure 5(c) shows the logic locking modeling of sa0 and Figure 5(d) for sa1 on one branch only. If multiple stuck-at faults are located at different branches, each fault in a single branch is modeled with either Figure 5(c), or Figures 5(d) separately.

Based on the above analysis, we can model any sa0 using AND key gate and sa1 with the insertion of OR key gate by preserving the observability of stuck-at fault. Note that, aside from generating DIPs, SAT attack also derives the key value. From the logic locking perspective, the correct key decrypts the locked circuit so that it is functionally the same as the oracle, \( C(X, K_c, Y) = C_O(X, Y) \). For the AND key gate, the logical value on the wire (before locking) can pass through the key gate unmodified with key \( k = 1 \) but assigning key \( k = 0 \) forces the AND output to constant 0, which alters the original circuit functionality. Likewise, with OR as the key gate, the correct key is \( k = 0 \), while the output of the key gate will be kept at constant 1 for the incorrect key value \( k = 1 \). Hence, in addition to DIPs, our modeling of stuck-at faults can be further confirmed by checking \( k_{ref} = 1 \) for all sa0 faults and \( k_{ref} = 0 \) for sa1s.

B. Identification of Redundant Faults

Our proposed fault modeling can also identify any redundant faults. If a stuck-at fault (either sa0 or sa1) is redundant, no pattern can ever propagate this fault since it is not influencing the circuit’s functionality. The output behaves the same for the faulty and fault-free circuits. In the same way, when we turn the redundant fault to its equivalent locked circuit, the key cannot be observed from the output as well, as it is located at the redundant line without affecting the primary output. Let us assume that the \( i^{th} \) stuck-at fault in the circuit is redundant. Once we lock it with the appropriate key gate (and buffer if needed) with 1-bit key \( k_i \), we invoke SAT attack in an attempt to find a DIP for this fault. Since the SAT attack constructs the
mter circuit to search for the DIP, as illustrated in Figure 6; both locked circuits share the common m-bit input x. The n-bit outputs, y and y', are XORed in a bit-by-bit manner. As the i-th fault is redundant, the key bit k_i has no impact on the n-bit output y, and the two locked circuits have the identical response for k_i = 0 and k_i = 1. For test pattern generation, the miter circuit would produce the exact same output y = y' under any input combinations. As a result, the miter output is always zero, and no output difference between y and y' can be observed. This means that the SAT attack could not find any DIP to differentiate k_i = 0 and k_i = 1, and it would reach the UNSAT conclusion at the first query of SAT solver on Line 3, Algorithm 1. Note that, as redundant faults do not change the circuit’s functionality, we can ignore them during the fault coverage computation if they are identified correctly.

C. ATPG using SAT Attack on Logic Locking

Just as a few test patterns from the ATPG tool could expose multiple stuck-at faults, SAT attack can also rule out the exponential number of incorrect keys with a few distinguishing patterns. When it comes to test pattern generation for hard-to-detect faults, we have the option to select how many of these faults we can analyze together. The conservative approach is to generate a test pattern for every fault. This approach can also identify whether a fault is redundant or not by checking if SAT attack returns a DIP. On the other hand, we can combine the modeling of multiple faults in one locked circuit with the same number of key gates as the faults. Then we ask the SAT attack to break this locked circuit and collect all the DIPs. As SAT attack generally trims multiple incorrect keys from the search space with only a few DIPs, analyzing a group of faults has the potential of reduced pattern set than inspecting one fault at a time. Both strategies work for any stuck-at fault, regardless of being redundant or not. In the following sections, we present a comprehensive discussion on both approaches by focusing on the undetected faults. The first approach asks the SAT attack for a DIP on every undetected fault, while the second one targets a group of faults so that SAT attack solves the key bits simultaneously.

1) Approach 1 – Generate One Test Pattern per Fault: Approach 1 focuses on finding a single test pattern for an undetected stuck-at fault using the SAT attack. The equivalent locked circuit contains a 1-bit key. To solve the 1-bit key, the SAT attack only needs to query the SAT solver twice. At the first query, Algorithm 1 Line 3, the SAT solver returns the input pattern where the primary output differs for the correct and incorrect key assignments, that is, between logic 0 and logic 1. This input pattern, along with the corresponding output, simulated from the oracle, is saved in the IO constraints F. Note that the wrong key bit is implicitly removed from the search space as it does not satisfy the IO pair stored in F. Only the correct key bit matches the IO behavior in F, and it is the only candidate that remains in the search space. With constraint F appended in the satisfiability of the miter circuit (Algorithm 1 Line 6), the SAT solver must return UNSAT at the second query, and it could not produce any differential output when no more incorrect keys exist in the key space. The second scenario is that SAT attack could not find any distinguishing input pattern to differentiate the keys in the search space at the first query of SAT solver, and it terminates the while loop (Algorithm 1 Lines 4-9). It also returns the hypothesis key K_i, but it may not align with the correct key value discussed in the fault modeling, Section III-A. This is caused by the fault at the redundant line where faulty value can never reach the output ports, and no input pattern can be found. By including one fault at a time, we can quickly identify which fault is redundant by determining whether DIP is obtained from the SAT attack.

Let us consider an example of a combinational circuit with 2 stuck-at faults, as shown in Figure 7(a). As our approach is to convert one stuck-at fault at a time, we create two locked circuits, one for the sa0 at the output of gate G3, one for the sa1 at the output of gate G7. Figure 7(b) shows the modeling of sa0 with AND key gate G_{k1} and 1-bit key k_1 and the sa1 is replaced by OR gate G_{k2} and key k_2, as in Figure 7(c). The correct key value for both k_1 and k_2 are 1 and 0, respectively. SAT attack is applied to both locked circuits, along with the oracle (Figure 7(a)), to find the correct key value and the DIP. With sa0, SAT attack returns the input pattern P_1 = \{x_0, x_1, ..., x_6\} = \{0000000\} and key k_1 = 1. An all-zero input vector propagates key k_1 to the output y with y = k_1, where correct key k_1 = 1 has the same output as the oracle y = 1 and a mismatch for incorrect key k_1 = 0. Similarly, SAT attack generates the DIP P_2 = \{x_0, x_1, ..., x_6\} = \{0001100\} and key value k_2 = 0, where the output discrepancy happens for the wrong key k_2 = 1. SAT attacks give the distinguishing input pattern for both locked circuits at the first iteration, UNSAT at the second, where the incorrect key has already been removed from the key space after the initial run.
2) Approach 2 – Generate Test Patterns for a Group of Faults: While the first approach details the test pattern generation considering a single fault, this Approach 2 targets multiple faults simultaneously. Instead of adding one key gate per locked circuit as in Approach 1, the second approach locks a circuit with multiple key gates where the number of keys is the same as the to-be-analyzed faults. This approach resembles the prevalent strategy within the logic locking community, where a circuit is locked with multiple key bits. From SAT attack perspective, each distinguishing pattern can, in general, remove multiple incorrect keys in the search space. This is because any incorrect key assignment in the traditional logic locking techniques is more likely to produce the wrong and corrupted output on a given input vector. This statement also applies to our proposed logic locking conversion of stuck-at faults with AND/OR key gates at the fault sites (as illustrated in the example below). The goal of this approach is to reduce the number of test patterns. Following the fault modeling in Section III-A, we transform N-bit hard-to-detect faults into its equivalent locked circuit with N key bits. We collect all the DIPs the SAT solver identifies and the key value from the SAT attack. When faults are detectable, one or more input patterns always exist to differentiate the correct key from the wrong ones. It may be true that some faults could be situated at redundant lines, where no test pattern can be generated since the circuit output does not depend on these faults. To know precisely how many faults are detected through SAT attack’s distinguishing pattern, we run fault simulation with the target group of faults and the extracted patterns.

We take the combinational circuit with 4 stuck-at faults, shown in Figure 8(a), as an example. Both sa0s are turned to AND gates $G_{k1}, G_{k3}$ with keys $k_1, k_3$, and the sa1s are locked with OR gates $G_{k2}, G_{k4}$ with keys $k_2, k_4$. Note that the input $x_3$ branches to two lines and only the wire connected to the input of gate $G_3$ has sa0, but not for the one at the input of gate $G_2$. So, we include one buffer for the conversion of this sa0, as described in Section III-A. With Approach 2, SAT attack only uses 2 DIPs, $P_1 = \{x_0, x_1, ..., x_6\} = \{1001100\}$, $P_2 = \{x_0, x_1, ..., x_6\} = \{0001100\}$, instead of 4 DIPs with Approach 1, to prune all 15 wrong key combinations and correctly derive the key vector $\{k_1, k_2, k_3, k_4\} = \{1010\}$. For both patterns, we show in Table I detailing whether the 16 possible keys produce the correct output $y$ or not, where $\checkmark$ indicates a match with the oracle output and $\times$ for a mismatch, and the correct key is highlighted in red. On the first iteration of SAT attack, it finds the first distinguishing pattern $P_1 = \{1001100\}$, which removes key $\{k_1, ..., k_4\} = \{0010\}$ from the key space. On the second iteration, it returns another distinguishing pattern $P_2 = \{0001100\}$ that crosses out another 14 keys, leaving only one key in the key space. On the third iteration, no more DIP can be found to create differential output with the only remaining key $\{k_1, ..., k_4\} = \{1010\}$ as SAT attack already removed all the incorrect keys at the first two iterations. As it does not find any satisfiable pattern in the third iteration, SAT attack terminates and returns the correct key $\{k_1, ..., k_4\} = \{1010\}$.

### D. Test Pattern Generation and Redundant Fault Identification Algorithm

Algorithm 2 shows the identification of redundant faults and the test pattern generation process for hard-to-detect faults. The algorithm has three steps, and it first performs traditional ATPG using a commercial tool to generate test patterns and report undetected faults. As our objective is to use the SAT attack to generate test patterns and identify redundant faults, we made a few adjustments to the traditional approach of test pattern generation, which starts from synthesizing a circuit using a commercial tool (e.g., Synopsys Design Compiler [35]). If we are given an RTL code, we follow the traditional approach to

**Input**: Combinational circuit in .bench format (C_N) and standard cell library (stdlib)

**Output**: Redundant fault set (RF), hard-to-detect fault set (DF), test pattern set (P_A1 and P_A2)

```plaintext
//——– Step-1: Generate undetected fault list L ———–
C_{IN} \leftarrow \text{fromBench}(C_N);  
C_{DN} \leftarrow \text{toTechDependentNetlist}(C_{IN}, stdlib);  
\text{tp} \leftarrow \text{write_drc_file}(C_{DN}, stdlib);  
\text{loadATPG}(C_{DN}, stdlib, \text{tp});  
\text{addFaults}(sa0, sa1, ‘all’);  
\text{setAbortLimit}(\text{max});  
\text{runATPG};
L \leftarrow \text{reportFault}(\text{undetected});
```

```plaintext
//——– Step-2: Approach 1 ———–
\{RF, DF, P_A1\} \leftarrow \emptyset;  
\text{for} \ i \leftarrow 1 \text{ to } |L| \text{ do}
    \text{if} \ p \leftarrow \text{L}[i];  
        C_{L,A1} \leftarrow \text{faultModeling}(C_{DN}, f, ‘Approach 1’);  
        C_{B,A1} \leftarrow \text{toBench}(C_{L,A1});  
        \{p, k\} \leftarrow \text{SAT-attack}(C_{B,A1}, C_N);  
        \text{if} \ p = \emptyset \text{ then}
            RF \leftarrow \text{append}(f);  
        \text{else if} \ p = \emptyset \& k = k_{ref} \text{ then}
            DF \leftarrow \text{append}(f);  
            P_A1 \leftarrow \text{append}(p);  
\text{end}
\text{end}
```

```plaintext
//——– Step-3: Approach 2 ———–
P_A2 \leftarrow \emptyset;  
C_{L,A2} \leftarrow \text{faultModeling}(C_{DN}, DF, ‘Approach 2’);  
C_{B,A2} \leftarrow \text{toBench}(C_{L,A2});  
\{P, K\} \leftarrow \text{SAT-attack}(C_{B,A2}, C_N);  
\text{faultSim}(C_{DN}, DF, P);  
P_A2 \leftarrow \text{append}(P)
```

Return RF, DF, P_A1 and P_A2;
```

obtain the technology-dependent gate-level netlist from design synthesis with standard cell library stdlib. If the synthesized netlist is a sequential design, scan-chain insertion is required to convert the sequential design to a combinational one so that ATPG can generate test patterns efficiently. On the other hand, if the benchmark is already in the combinational bench format, e.g., the 'C' circuits in ITC'99 benchmark suite [36], we can directly convert the bench file C_N to a technology-independent gate-level netlist C_{IN}, Algorithm 2 Line 1. Then, this technology-independent netlist C_{IN} can be mapped to a technology-dependent netlist C_{DN} with standard cell library stdlib, Line 2. This can be done without synthesizing the design C_{IN}, which may introduce potential line mismatch during optimization and synthesized netlist may deviate from its original bench netlist C_N. Any standard cell library can map the technology-independent netlist to a technology-dependent one for the commercial ATPG tool. As we target only the stuck-at faults, they are independent of the parameters in the library, unlike delay, bridging faults, or resistive opens that are dependent on the intrinsic properties of the technology node. The ATPG tool also requires a test protocol tp in SPF format, which can be either generated from netlist synthesis or directly written within the ATPG tool [3] by function write_drc_file, Line 3. After loading netlist C_{DN}, library stdlib and test protocol tp to ATPG tool, Line 4, stuck-at 0 (sa0) and stuck-at 1 (sa1) faults are assigned to all lines in the circuit, including the primary input and output, Line 5. Since fault coverage can be improved by increasing the allotted number of backtracks and remade decisions of the ATPG tool, we set the abort limit to its maximum value, Line 6. ATPG is then invoked to run test pattern generation and fault coverage analysis, Line 7, and report any undetected faults by the tool to a list L, Line 8.

The algorithm identifies the redundant faults from the undetected fault list L (Lines 9-21) at Step-2 using Approach 1. Three empty sets are initialized, hard-to-detect fault set DF, redundant fault set RF, and Approach 1’s test pattern set P_A1, Line 9. For each fault f in the undetected list L (Line 11), the locked circuit C_{L,A1} is modeled with a single key bit, Line 12. After converting the locked netlist C_{L,A1} to bench format C_{B,A1}, Line 13, SAT attack is executed with C_{B,A1} and the oracle C_N to obtain the DIP p and the key value k, Line 14. If SAT attack does not return a DIP from the miter circuit, p is empty, and the fault is redundant, where it is added to the redundant list RF, Lines 15-16. However, if the SAT attack finds a DIP as well as the correct key value compared to the reference key (k_{ref} = 1 for sa0 and k_{ref} = 0 for sa1) for the proposed fault modeling, Line 17, this fault f is detected. It is appended to the hard-to-detect list DF and its DIP p added to test pattern set P_A1, Lines 18-19. Note that fault f belongs to either category, RF or DF, and no fault skips the if-else-if statement, as analyzed in Section III-A [3].

At Step-3, the algorithm optimizes the test pattern set for hard-to-detect faults in list DF, Lines 22-27 as the previous step reports one test pattern per fault. The test pattern set P_A2 is initialized as an empty set, Line 22. All faults in the detected list DF are converted to a locked circuit C_{L,A2} with |DF| number of key gates, Line 23, as described in Section III-C2. The locked circuit C_{L,A2} is then mapped it to its equivalent bench file C_{B,A2}, Line 24. Both C_{B,A2} and C_N are applied to the SAT attack, and the returned |DF|-bit key value K and the DIPs P are saved, Line 25. The key K is validated by checking individual bits with the corresponding fault modeling. For verification that the obtained patterns P can detect the faults in DF, fault simulation is performed on DF and P, and confirmed with fault coverage analysis, Line 26. These patterns in P are recorded in the set P_A2, Line 27. Upon execution of the algorithm, four sets of redundant faults RF, hard-to-detect fault DF, test patterns P_A1 and P_A2 are reported back to the user, Line 28.
In this section, we present the experimental results on our proposed SAT-based test pattern generation and redundant fault identification. The proposed modeling and test pattern generation are analyzed using ITC’99 benchmark circuits [36]. We use Synopsys 32nm SAED32 library [37] to map the benchmark circuits to technology-dependent netlists, which are read in with TestMAX ATPG [3]. Any advanced technology nodes can also be applied to map the technology-independent bench file with the standard cells in the library, as described in Section III-D. Synopsys TestMAX is invoked to add both $sat$ and $sal$ to all the nodes in the bench, perform fault analysis, and report all the undetected faults. Each fault is locked with the corresponding key gate and decrypted with the SAT attack. Any fault that has a distinguishing input pattern found by SAT attack is further verified with the fault simulation in TestMAX and is considered the detected fault. If the SAT attack gives no DIP to a fault-equivalent locked circuit, we count that fault as redundant. Both TestMAX and the SAT attack are run on a 20-core Intel Xeon CPU with 2.60 GHz and 64 GB RAM.

Table II summarizes our findings with 15 combinational benchmarks from ITC’99 [36]. We excluded simple benchmark circuits, where the TestMAX detects all stuck-at-faults. Any faults that have no pattern generated are labeled as the undetected ones. For TestMAX, it includes faults under the following four categories, PT (Possibly Detected), UD (Undetectable), AU (ATPG Untestable), and ND (Not Detected) [3]. All the undetected faults reported by TestMAX have been evaluated with the proposed logic locking-based fault modeling and SAT attack. We apply Approach 1 of test pattern generation to perform logic locking on individual faults. Column 2 shows the total gate count for each benchmark. The total number of stuck-at-faults, $TF$ are recorded in Column 3. The number of undetected faults ($UF$) and fault coverage ($FC$) obtained from TestMAX are listed in Columns 4 and 5, respectively. As our proposed approach differentiates redundant faults from the undetected faults in $UF$, the number of such redundant faults ($RF$) and the hard-to-detect faults ($DF$) are listed in Columns 6 and 7. The last column represents the updated fault coverage after applying our SAT-based test pattern generation approach along with TestMAX. We computed the fault coverage for Column 7 using $FC = \frac{TestMAX+DF}{UF} \times 100$, where $TestMAX$ is the number of detected faults from TestMAX tool, as these $RF$s have no impact on the circuit functionality and can be ignored. For example, $b20_C$ benchmark has 118298 faults, out of which 684 faults are not detected by TestMAX. Our proposed approach can detect 53 hard-to-detect faults and identify 631 faults as redundant. Note that many of the small circuits do not have any hard-to-detect faults (e.g., $b04_C$, $b05_C$, etc.), and all the undetected faults are redundant. For bigger benchmark circuits (e.g., $b19_C$), we observe an increased number of both the hard-to-detect and redundant faults. Note that our approach can generate test patterns for all the hard-to-detect faults and identify all the redundant faults resulting in a perfect fault coverage of 100%.

**Table III**

<table>
<thead>
<tr>
<th>Benchmark</th>
<th>Approach 1</th>
<th>Approach 2</th>
<th>Reduction</th>
</tr>
</thead>
<tbody>
<tr>
<td>$b05_{opt}_C$</td>
<td>4</td>
<td>1</td>
<td>75%</td>
</tr>
<tr>
<td>$b11_C$</td>
<td>5</td>
<td>2</td>
<td>60%</td>
</tr>
<tr>
<td>$b15_{opt}_C$</td>
<td>11</td>
<td>7</td>
<td>36.36%</td>
</tr>
<tr>
<td>$b20_{opt}_C$</td>
<td>26</td>
<td>12</td>
<td>53.35%</td>
</tr>
<tr>
<td>$b19_C$</td>
<td>1</td>
<td>0%</td>
<td></td>
</tr>
<tr>
<td>$b20_C$</td>
<td>53</td>
<td>25</td>
<td>52.83%</td>
</tr>
<tr>
<td>$b21_C$</td>
<td>8</td>
<td>3</td>
<td>62.5%</td>
</tr>
<tr>
<td>$b22_C$</td>
<td>61</td>
<td>26</td>
<td>57.38%</td>
</tr>
<tr>
<td>$b18_{opt}_C$</td>
<td>14</td>
<td>7</td>
<td>50%</td>
</tr>
<tr>
<td>$b18_C$</td>
<td>4</td>
<td>1</td>
<td>75%</td>
</tr>
</tbody>
</table>

For each benchmark, we combine all faults in the hard-to-detect fault set $DF$ to generate the optimized test set with SAT attack and Approach 2, presented in Section III-C. Table III compares the number of test patterns required for Approach 1 and Approach 2. Columns 1 and 2 record the number of test patterns for Approach 1 and Approach 2, respectively. Column 3 represents the percentage decrease in the number of test patterns between Approach 2 and Approach 1. As shown in Table III, we can see a significant reduction in the number of test patterns required to identify the faults, with an average of 52.29% fewer test vectors. For example, the 61 hard-to-detect faults $DF$ in $b22_C$ benchmark need 61 test patterns with Approach 1 but only 26 test vectors in Approach 2. The fault simulation validated all the input vectors returned by SAT attack. In addition, all the key bits in each locked circuit have been validated with the proposed fault models, and they all match the expected key values.
In this paper, we presented how the widely explored SAT attack on logic locking can be used to identify redundant faults and generate test patterns for hard-to-detect stuck-at faults. We first model stuck-at faults to a key dependent locked circuit so that the powerful SAT tool can be used. This ensures that the input patterns used to break our logic locking technique can be applied to detect the stuck-at faults. Since SAT-based attack effectively breaks multiple logic locking schemes, we exploit it to generate test vectors for stuck-at faults with the corresponding locked circuits. If faults are observable at the primary output, the distinguishing input patterns returned from SAT attack can expose them. If, on the other hand, any faults are redundant, no distinguishing input can be found from SAT attack, and the program finishes directly with the UNSAT conclusion from the SAT solver. By applying our proposed approach, we were able to identify any redundant faults from the undetected stuck-at faults reported by the ATPG tool or obtain the necessary test patterns for those non-redundant hard-to-detect faults. Our test pattern generation approach can also be optimized for a reduced pattern set by grouping multiple faults into a single locked circuit.
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