Blades: A Simulator for Attacks and Defenses in Federated Learning
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Abstract—Federated learning enables distributed training across a set of clients, without requiring any of the participants to reveal their private training data to a centralized entity or each other. Due to the nature of decentralized execution, federated learning is vulnerable to attacks from adversarial (Byzantine) clients by modifying the local updates to their desires. Therefore, it is important to develop robust federated learning algorithms that can defend Byzantine clients without losing model convergence and performances. In the study of robustness problem, a simulator can simplify and accelerate the implementation and evaluation of attack and defense strategies. However, there is a lack of open-source simulators to meet such needs. Herein, we present Blades, a scalable, extensible and easily configurable simulator to assist researchers and developers to efficiently implement and validate novel strategies against baseline algorithms in robust federated learning. Blades is built upon a versatile distributed framework Ray, making it effortless to parallelize single machine code from a single CPU to multicore, multi-GPU or multi-node with minimal configurations. Blades contains built-in implementations of representative attack and defense strategies, and provides user-friendly interfaces to easily incorporate new ideas. We maintain the source code and documents at https://github.com/bladesteam/blades.

I. INTRODUCTION

Federated learning has emerged as an attractive paradigm to build collaborative machine learning models across a set of clients while decoupling the data acquisition and computation at a server [1, 2]. By distributing the model learning process to the end users (e.g., intelligent devices), federated learning constructs a global model from user-specific local models, ensuring that users’ private data never leave the devices. However, the security of federated optimization becomes an important concern due to the distributed execution. Adversarial (Byzantine) clients can modify the local updates maliciously and upload them to the server during training time, posing a serious threat to the convergence of the optimization [3].

In the past few years, a number of Byzantine-robust approaches have appeared in the field of federated learning, aiming at guarding the distributed optimization against Byzantine clients and assuring the performance of the learned model [4, 5]. For instance, robust aggregation schemes are widely used to estimate the global update from a collection of local updates while mitigating the impact of the malicious behaviors. Typical schemes include GeoMed [6], Krum [7], TrimmedMean [8], and Median [8]. Similarly, different attack strategies are emerging, striving to circumvent those defense schemes [9, 10]. Specifically, the A Little Is Enough (ALIE) attack can circumvent most robust aggregation schemes by taking advantage of empirical variance between the updates of clients if such variance is high enough, especially when the local datasets are not independent and identically distributed (Non-IID) [9, 11]. Thus, defending against adversarial attacks is still an open problem in federated learning [12].

In the context of robust federated optimization, simulation can be effectively utilized by researchers and developers to study the behaviors of attackers and validate the robustness of defense strategies before building and deploying in the wild. While several open-source frameworks have been developed to enable federated learning simulations [13], [14], [15], no comprehensive open-source toolbox currently exists to assist researchers and developers to simulate adversarial attacks and defenses.

This paper introduces Blades, a simulator for Byzantine-robust federated Learning with Attacks and Defenses Experimental Simulation, which is designed to specifically fill the need for studying attack and defense problems in federated learning. It is efficient in terms of execution time, as client and server operations are executed in a parallel manner. It provides numerous attack and defense mechanisms, and allows the end users to easily plug in customized or new techniques. Our key contributions can be summarized as follows:

• We introduce Blades, a scalable, extensible, and easily configurable simulator for studying attacks and defenses in federated learning environments.
• We implement representative attack strategies as well as the latest robust aggregation schemes for federated learning, which can accelerate the generation of benchmark results on new types of adversarial attacks and defenses in federated learning.

II. BACKGROUND

A. Federated Learning and Optimization

In federated learning, a collection of clients collaboratively learn a shared global model using their private datasets in a distributed manner, assisted by the coordination of a central
The goal is to solve an optimization problem of the form:

$$\min_{w} F(w) := \frac{1}{K} \sum_{k \in [K]} F_k(w),$$

(1)

where $K$ is the total number of clients, $F_k(\cdot) = \mathbb{E}_{z \sim D_k}[\ell(w; z)]$ is the expected risk of the $k$-th client, $D_k$ is the data distribution for the $k$-th client, $\ell(\cdot; \cdot)$ is a user-specified loss function.

Common approaches for solving (1) are the generalized FedAvg-family algorithms [16]. At each round of communication, a subset of clients is selected (typically randomly) and the server broadcasts its global model to each client. In parallel, the clients run local optimization on their own loss function using private data, and send the update to the server. The server aggregates the received updates to generate the “pseudo-gradient”, which is then applied to update the global model by a global optimizer.

**B. Attacks and Defenses in Federated Learning**

In traditional averaging-based federated learning algorithms, Byzantine clients can modify the mean of the updates to their desired direction [17]. Byzantine attacks can be categorized into targeted attacks and untargeted attacks [18], [3]. Targeted attacks, such as backdoor attacks, strive to make the global model misclassify some particular test samples [19], [20], [21], while untargeted attacks aim to degrade the overall performance of the global model indiscriminately [22]. Although different robust aggregation schemes have been proposed to mitigate the impact of the malicious behaviors [6], [7], [8], [8], the robustness is typically based on strong assumptions on the variance of the updates, which are often violated in practice. Moreover, the field is yet to be explored to defend against new types of attacks.

**C. Simulators for Federated Optimization**

In federated learning, simulators can be used to provide a fast evaluation of the potential utility of a particular solution, and to investigate novel approaches, before making any real deployment. Recently, several federated learning simulators have been proposed with different foci and scopes. For example, LEAF [23] provides open-source federated datasets and metrics for evaluation; PrivacyFL [15] and Psysft [14] focus on the privacy guarantees of federated learning algorithms. FLUTE [13] is designed for optimization and high-performance simulation of federated learning. However, there is a lack of focus on the simulation of robustness and security concerns. Therefore, we have developed Blades.

**III. THE BLADES SIMULATOR**

**A. System Design**

Figure 1 gives an overview of the architecture of Blades. The implementation is based on Python/PyTorch, using a scalable framework Ray [24] as the backend for the training and resource allocation. Ray provides two benefits to Blades: it allows users to customize computing resources (e.g., CPUs and GPUs) to clients and servers conveniently and it makes Blades easily adapted to in-cluster large-scale distributed training based on the capabilities of the Ray cluster.

The backend of Blades offers two training modes, actor mode and trainer mode, to meet different resource requirements. Blades provides implementations of attacks and defenses strategies and extensible interfaces for robust federated learning simulation.

The backend of Blades consists of a collection of clients and a parameter server. In each round of local optimization, each selected client receives the global model from the parameter server and acquires a trainer/actor to perform local training using its private dataset. We provide the client-oriented programming design pattern [25], which can be used to program the local optimization of clients when they participate in training or coordination in the algorithm. For instance, the end users can easily specify the types of attacks. Other than...
that, the users can also customize the behaviors of Byzantine clients using the interface we provide.

The parameter server plays the role of the defender, which strives to limit the potential influence of the attackers and updates the global model in a robust manner. Blades provides the latest robust aggregation schemes as the build-in defense mechanisms, including GeoMed [6], Krum [7], TrimmedMean [8], and Median [8]. In addition, we also provide user-friendly interfaces for the customization of new defense mechanisms.

B. Key Features

The architecture of Blades introduced above provides the following characteristics:

Specificity: Different from existing federated learning simulators [13], [14], Blades is specifically designed to simulate attacks and defenses. Thus we provide built-in implementations of representative attack strategies as well as robust aggregation schemes, so that users can efficiently validate their approaches and compare with existing solutions.

Scalability: Blades is scalable in terms of both clients and computing resources. In resource-constrained systems, it allows each trainer/actor to deal with multiple clients’ requests sequentially, thus the scale of experiments is not limited by the number of trainers/actors. Based on Ray, Blades is deployable either on a single machine or a computing cluster.

Extensibility: Blades is highly compatible with Pytorch, allowing any combination of model, dataset and optimizer. It supports diverse federated learning configurations, including standardized implementations such as FedSGD and FedAvg, with Pytorch being the framework of choice for implementing the models. Blades allows the end users to incorporate new types of attacks, defenses, and optimization algorithms in a straightforward fashion.

C. Use Case

The code block in Listing 1 illustrates how Blades abstracts the code complexity away from the users, enabling them to quickly configure system resources and perform experiments with attacks and defenses in a simple manner.

```
from ray import ray
from blades.simulator import Simulator
from blades.datasets import CIFAR10
from blades.models.cifar10 import CCTNet

# built-in federated cifar10 dataset
 cifar10 = CIFAR10(num_clients=20, iid=True)  
# configuration parameters
 conf_params = {
  "dataset": cifar10,  
  "num_byzantine": 5,  
  "attack": "IPM",  
  "aggregator": "Krum",  
  "num_actors": 4,  
  "seed": 1  
}
```

Listing 1: Simulating attacks and defenses using Blades.

IV. Experiments

In this section, we first evaluate part of the build-in attack and defense strategies. Then, we test the scalability of Blades in terms of both clients and computing resources. The model we used for all experiments is a lightweight Compact Convolutional Transformers (CCT) network [26] trained on the CIFAR-10 dataset [27].

A. Attacks and Defenses Simulation

The attack and defense experiment include 20 clients, of which 5 of them are Byzantine clients. As suggested by Krizhevsky et al. [27], we use SGD with momentum (SGDM) for the server optimization. Due to space limitations, the detailed hyper-parameter setting is provided in the repository of Blades.

Fig. 2 depicts the overall comparison of the robust aggregation schemes with respect to test accuracy under different types of attacks, showing consistency with previous studies. When there is no momentum (i.e., $\beta = 0.0$), the observations under IPM attack are consistent with the prior work [10], i.e., when $\epsilon$ is small enough ($\epsilon = 0.5$ here), both Median and Krum are influenced by the attackers. Furthermore, it is known that ALIE attack circumvents most existing aggregation schemes and prevents the convergence of the optimization [9], [11], which is also reflected Fig. 2. Comparing the two rows of figures, we see a significant improvement of performance for most aggregation schemes when the momentum is applied (i.e., $\beta = 0.9$), as already shown by Krizhevsky et al. [27]. We conclude that the build-in implementations in Blades are able to correctly simulate the existing attack and defense strategies.

B. Scalability Evaluation

The scalability is evaluated in terms of increasing the number of clients and increasing the computing resources.

With fixed resources, Blades is able to simulate variable numbers of clients in a simulation. As shown in Table I, the number of clients increases from 16 to 512, which greatly outnumbers CPUs and GPUs. It is observed that with linear increase of number of clients, the average running time of each global round increases linearly with little standard deviation,
indicating the stable and efficient communication and task distribution implementation in Blades.

<table>
<thead>
<tr>
<th># Clients</th>
<th>16</th>
<th>32</th>
<th>64</th>
<th>128</th>
<th>256</th>
<th>512</th>
</tr>
</thead>
<tbody>
<tr>
<td>Avg(seconds)</td>
<td>1.41</td>
<td>2.48</td>
<td>4.51</td>
<td>9.10</td>
<td>17.58</td>
<td>34.53</td>
</tr>
<tr>
<td>Std(seconds)</td>
<td>0.05</td>
<td>0.07</td>
<td>0.11</td>
<td>0.18</td>
<td>0.38</td>
<td>0.73</td>
</tr>
</tbody>
</table>

TABLE I: Experiment for client scalability - average and standard deviation of running time per global round with increasing numbers of clients

V. CONCLUSION AND FUTURE WORK

In this paper we have presented Blades, a versatile and flexible platform for simulating federated learning attacks and defense with high performance. It provides scaling capabilities, several state-of-the-art federation approaches and related features, and a flexible API enabling extensions and the introduction of novel attack and defense strategies. In addition to models and tasks, Blades provides facilities for easy integration of arbitrary models and training scheme based on PyTorch. We also validate Blades with extensive experiments and conclude that Blades is scalable in terms of both clients number and computing resources. We will continue our efforts to address new challenges with new releases of Blades. We encourage the research community to explore new research using Blades and invite contributions to the public source repository.
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