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Abstract

We formulate a new variant of the private information retrieval (PIR) problem where the user is pliable, i.e., interested in any message from a desired subset of the available dataset, denoted as pliable private information retrieval (PPIR). We consider a setup where a dataset consisting of \( f \) messages is replicated in \( n \) noncolluding databases and classified into \( \Gamma \) classes. For this setup, the user wishes to retrieve any \( \lambda \geq 1 \) messages from multiple desired classes, i.e., \( \eta \geq 1 \), while revealing no information about the identity of the desired classes to the databases. We term this problem multi-message PPIR (M-PPIR) and introduce the single-message PPIR (PPIR) problem as an elementary special case of M-PPIR. We first derive converse bounds on the M-PPIR rate, which is defined as the ratio of the desired amount of information and the total amount of downloaded information, followed by the corresponding achievable schemes. As a result, we show that the PPIR capacity, i.e., the maximum achievable PPIR rate, for \( n \) noncolluding databases matches the capacity of PIR with \( n \) databases and \( \Gamma \) messages. Thus, enabling flexibility, i.e., pliability, where privacy is only guaranteed for classes, but not for messages as in classical PIR, allows to trade-off privacy versus download rate. A similar insight is shown to hold for the general case of M-PPIR.

I. Introduction

Today, a growing amount of traffic over the internet is generated by content-based applications. Content-based applications are applications that provide access to information (e.g., search engines, video libraries, and digital galleries) generated by individuals or businesses. Examples of well-known content-based applications include news-feed applications, social media, and content delivery networks. This prominent presence of content-type versus traditional message-type traffic in communication networks has recently caught the attention of the network information theory community. For example, [1] explored the benefits of designing network and channel codes tailored to content-type requests. The main distinction is that content-type traffic is able to deliver a message within a prescribed content type instead of specific messages.

In this work, motivated by emerging content-based applications and inspired by content-type coding, we introduce the pliable private information retrieval (PPIR) problem as a new variant of the classical private information retrieval (PIR) problem. PIR was established originally in theoretical computer science by Chor et al. [2] and has recently attracted much attention in the information and coding theory communities. As a result, many interesting variations of the PIR problem have surfaced (see e.g., [3]–[25]). Such variants include additional privacy, storage and security constraints. For example, the fundamental limit of PIR from replicated distributed storage systems (DSSs), i.e., DSSs consisting of databases encoded with simple repetition codes, was presented in [3] while other coded storage scenarios were considered in [4]–[10]. In [11], multi-message PIR (M-PIR) has been proposed where the user can request more than one messages from replicated databases. Another interesting PIR variant where the user already knows a subset of the messages stored in the database, i.e., PIR with side-information, was studied in [12]–[18]. In [19]–[22] a bounded number of databases might be colluding, adversarial (byzantine), non-responsive, or eavesdropping. Finally, symmetric PIR where an additional privacy constraint is introduced to protect database privacy, i.e., the user learns nothing about the dataset other than the desired message, was considered in [23]–[25].

The PIR problem and its available variations traditionally aim to retrieve a specific information message from a database without revealing the identity of the desired message to the database under a minimum communication cost. This broad aim encompasses most of the work in the PIR literature. However, in (single-message) PPIR, we consider that the user is flexible with her demand. She wishes to retrieve any message from a desired subgroup of the dataset, i.e., class, without revealing the identity of the desired class to each database. This significantly distinguishes PPIR from classical PIR with two salient features: (i) The user does not know the identity of the
messages in each class and only intends to keep the class index, but not the message index, private from the
databases; (ii) with each new instance of the protocol the answers are randomized among the messages in each
class, if the same classes are queried by the user repetitively. Hence, existing PIR solutions and the corresponding
capacity results, in general, cannot be immediately applied to the PPIR problem. We aim to fill this void in this
paper.

One motivating example for PPIR is given by retrieving a news article of a desired topic without revealing the
topic to the database. Another example would be to privately retrieve a movie from a desired genre without revealing
the genre, i.e., the classification of the movie, to the content database in order to avoid targeted recommendations or
undesired profiling. In some cases, the user may be interested in retrieving more than one message from a number
of desired classes, and that motivates the introduction of multi-message PPIR (M-PPIR) as a natural extension
to the M-PIR and single-message PPIR problems. Similarly to the PPIR motivating examples, the user might be
interested in retrieving news articles from a number of popular desired topics or in retrieving a collection of movies
from a set of desired genres. To illustrate the difference between PIR and PPIR, consider the following example.

Example 1. (Pliable Private Information Retrieval) Suppose that we have a single database consisting of \( f = 5 \)
equal-length messages denoted by \( W^{(1)}, \ldots, W^{(f)} \), being classified into \( \Gamma = 2 \) classes. Suppose that the messages
with indices \( M_1 = \{1, 3\} \) are members of the first class \( \gamma = 1 \) and the remaining messages, i.e., messages with
indices \( M_2 = \{2, 4, 5\} \) are members of the second class \( \gamma = 2 \). Consider a user that is interested in retrieving any
message from class \( \gamma = 1 \) while keeping the class index hidden from the database. If the user has access to the
message membership in each class, i.e., the user knows \( M_1 = \{1, 3\} \) and \( M_2 = \{2, 4, 5\} \), there are two intuitive
solutions.

- One solution is to select one of the members of the desired class uniformly at random and attempt to privately
  retrieve that message using a PIR solution. For achieving information-theoretic privacy in the single-server
case it is well-known that the user must download the entire database to hide the identity of the desired
message [2]. As a result, the information retrieval rate, the ratio of the desired amount of information and
the total amount of downloaded information, is given as \( R = \frac{1}{5} = \frac{f}{\Gamma} \).
- Alternatively, in PPIR the user selects \( \Gamma \) messages uniformly at random, one from each class. Let the selected
  messages indices be denoted by \( \theta_1 \) and \( \theta_2 \), respectively, for each class. The user then queries the database
  for the two messages \( W^{(\theta_1)} \) and \( W^{(\theta_2)} \), resulting in probabilities \( P(\gamma = 1|\theta_1, \theta_2) = P(\gamma = 2|\theta_1, \theta_2) = \frac{1}{\Gamma} \).
  In other words, perfect information-theoretic privacy is achieved as the desired message can be from any of the
two classes. As a result the information retrieval rate is given as \( R = \frac{1}{5} = \frac{f}{\Gamma} \). This matches the PIR rate for
  the case where we have only \( f = 2 \) messages stored in the database, indicating an apparent trade-off between
  the reduction of message privacy and the download rate.

It can be seen from Example 1 that the PPIR rate reduces to the PIR rate if there is only one message in each
class, i.e., \( \Gamma = f \). Accordingly, the PPIR problem is also a strict generalization of the PIR problem. Moreover, we
are able to achieve a significant gain in the information retrieval rate with the PPIR solution if \( f \gg \Gamma \). Note that in
PIR we assume the the user is oblivious about the message memberships of each class. In contrast, the traditional
PIR solution in Example 1 is not valid if the user does not know the identity of the messages that belong to the
desired class.

To the best of our knowledge the problem of pliable private information retrieval has not been studied before
in the open literature. However, there has been some related work on other PIR variations that explore trading off
perfect message privacy with a privacy leakage to decrease the download rate. The following are some representative
examples: [26] initiated the study of leaky PIR for an arbitrary number of messages and two replicated databases
and derived upper and lower bounds on the download rate for some bounded \( \epsilon > 0 \) information leakage on the
message identity. Further, in weakly-private information retrieval [27]–[30], the perfect privacy requirement on
the identity of the desired message is relaxed by allowing bounded average leakage between the queries and the
the corresponding requested message index. The leakage is measured by using different information leakage measures
including mutual information and maximum leakage [31]–[33]. In particular, [27], [28] studied the trade-offs between
different parameters of PIR, such as download rate, upload cost, and access complexity while relaxing the privacy
requirement.

Another related line of research, inspired by content-type coding [1], is given by pliable index coding (PICOD)
[34] as a variant of the classical Index coding (IC) problem [35], [36]. IC is a well-known network information
theory problem that shares an intimate connection to the problem of PIR with side information. In IC the aim is to minimize the broadcast rate for communicating of messages noiselessly to \( n \) receivers, where each receiver has a different subset of messages as side information. PICOD is a variant of the IC problem where the receivers, having a set of messages as side information, are interested in any other message they do not have. This is in contrast to classical IC, where the receivers are interested in specific messages. Following the introduction of PICOD, converse bounds on the PICOD broadcast rate were derived in [37]. Moreover, variations of the PICOD problem are considered in [38]–[40]. Specifically, in private PICOD [39], the privacy is defined by the inability of each user to decode more than one message. In decentralized PICOD [38], the system model departs from the assumption of a central transmitter with knowledge of all \( f \) messages. Here, the \( n \) users share messages among themselves which can only depend on their local set of side information messages. This work has been recently extended to secure decentralized PICOD in [40] where security is defined such that users are not allowed to gain information about any message outside their side information set except for one message. Finally, a number of constructions for PICOD are proposed in [41]–[47].

A. Main Contributions

In this paper, we introduce the multi-message PPIR (M-PPIR) problem where we solely focus on downloading from \( n \) noncolluding replicated databases. Our contributions are outlined as follows:

- First, we fully characterize the PPIR capacity where the user is interested in downloading one message from one desired class. These findings are later extended to the general M-PPIR case, where the user intends to download multiple messages from an arbitrary subset of classes.
- Towards this end, we prove a novel converse bound on the M-PPIR rate for an arbitrary number of messages \( f \), classes \( \Gamma \), and databases \( n \) and we construct a capacity-achieving PPIR scheme. The significance of our derived converse bounds is that in contrast to PIR they indicate an independence between the maximum achievable rate and the total number of files \( f \). When there is only one message in each class, i.e., \( \Gamma = f \), the M-PPIR problem reduces to the M-PIR problem and our converse bounds match the M-PIR bounds.
- Finally, by leveraging our achievable scheme for PPIR and the M-PIR schemes of [11], we present two achievable M-PPIR constructions. The first scheme applies to the case when number of desired classes by the user is at least half the total number of classes \( \eta \geq \frac{f}{2} \) and the second when \( \eta \leq \frac{f}{2} \). The achievable rates of the proposed schemes match the converse bounds when \( \eta \geq \frac{f}{2} \) and when \( \frac{f}{\eta} \) is an integer number. Thus, we settle the M-PPIR capacity from replicated databases for these two cases.

The reminder of the paper is organized as follows. In Section II, we outline the notation and formally define the M-PPIR problem. In Section III, we derive the converse bound for single-message PPIR as special case of M-PPIR and present an achievable scheme that matches the converse. In Section IV, we consider the general case of M-PPIR and derive upper and lower bounds on its capacity along with an example. Section V offers the conclusion.
classes for $\Gamma \leq f^\dagger$, $\Gamma \in \mathbb{N}$, and replicated in a distributed storage system (DSS) consisting of $n$ noncolluding databases. Without loss of generality, we assume that the symbols of each message are selected uniformly over the field $\mathbb{F}_p$. Thus,

$$H(W^{(m)}) = L, \forall m \in [f],$$  \hspace{1cm} (1)

$$H(W^{(1)}, \ldots, W^{(f)}) = fL \text{ (in } p\text{-ary units).}$$  \hspace{1cm} (2)

Let $M_\gamma$ be the set of message indices belonging to the class indexed with $\gamma \in [\Gamma]$ where $M_\gamma = |M_\gamma|$ is the size of this set. Note that here we assume that every message is classified into one class only i.e., $\forall \gamma', \gamma \in [\Gamma]$ and $\gamma' \neq \gamma$, $M_\gamma \cap M_{\gamma'} = \phi$ and $\sum_{\gamma=1}^{\Gamma} M_\gamma = f$. Moreover, we assume that there are at least two classes, i.e., $1 \leq M_\gamma \leq f - 1$. Finally, for simplicity of presentation and without loss of generality, we assume that messages are ordered in an ascending order based on their class membership with $M_\gamma = [(1 + \sum_{i=1}^{\gamma-1} M_i) : (\sum_{i=1}^{\gamma} M_i)]$ for all $\gamma \in [\Gamma]$, i.e.,

$$\{W^{(1)}, \ldots, W^{(M_1)}\} \in W^{M_1},$$

$$\{W^{(M_1+1)}, \ldots, W^{(M_1+M_2)}\} \in W^{M_2},$$

$$\vdots$$

$$\{W^{(1+\sum_{i=1}^{\gamma-1} M_i)}, \ldots, W^{(f)}\} \in W^{M_\Gamma}.$$

To represent the message index-mapping that results from classifying the $f$ messages into $\Gamma$ classes, let, for $\gamma \in [\Gamma]$, $\theta_\gamma, \beta_\gamma$ be the index of a message that belongs to class $\gamma$ where $\beta_\gamma \in [M_\gamma]$ is a sub-class index and $\theta_\gamma, \beta_\gamma \in M_\gamma$. Here, the sub-class index $\beta_\gamma$ represents the membership of a message within the class $\gamma$ as shown in Figure 1. Hence, $\forall \gamma \in [\Gamma]$ and $\forall \beta_\gamma \in [M_\gamma]$, we have the index-mapping

$$\theta_\gamma, \beta_\gamma \triangleq \beta_\gamma + \sum_{i=1}^{\gamma-1} M_i.$$  \hspace{1cm} (3)

**Example 2.** Assume that the messages with indices $\{9, 10, 11\} \subset [f]$ are members of the second class, i.e., $M_2 = \{9, 10, 11\}$ and $M_2 = 3$. Then, $W^{(\theta_2, 1)} = W^{(9)}$, $W^{(\theta_2, 2)} = W^{(10)}$, and $W^{(\theta_2, 3)} = W^{(11)}$.

**C. Problem Statement**

In the multi-message PPIR (M-PPIR) problem, the user wishes to retrieve a total of any $\mu$ messages from a subset of $\eta$ desired classes indexed by the index set $\Omega \subseteq [\Gamma]$ where $|\Omega| = \eta$. The desired number of messages $\mu$ is distributed among the desired classes as $\mu = \sum_{i=1}^{\eta} \lambda_\gamma$, where $\lambda_\gamma$ is the number of desired messages from the desired class $\gamma \in \Omega$. For the scope of this work and for tractability we restrict ourselves to a fixed number of requested messages from each desired class, i.e., $\lambda_\gamma = \lambda \forall \gamma \in \Omega$ and $\mu = \lambda \eta$. Moreover, we impose the mild assumption that the user only has prior knowledge of the least common multiple (LCM) of the sizes of the $\Gamma$ classes $\delta \triangleq \text{LCM}(M_1, \ldots, M_\Gamma)$. In other words, the user does not know the size of each class or the total number of files stored at the database.

\(^\dagger\)Note that we assume that every message is classified into one class only and no class is empty, i.e., $\Gamma \neq f$.\n
---

Fig. 1. Index-mapping of $f$ messages classified into $\Gamma$ classes using class and sub-class indices, i.e., $\theta_\gamma, \beta_\gamma \in M_\gamma \subset [f], \forall \gamma \in [\Gamma]$.\n
Fig. 2. System model for M-PPIR from an $n$ replicated noncolluding databases storing $f$ messages classified into $\Gamma$ classes. The user intends to download $\lambda$ messages each out of $\eta$ desired classes.

Accordingly, the user wishes to privately retrieve any $\lambda$ messages out of $M_{\gamma_i}$ messages within a desired class $\gamma_i \in \Omega$, $\forall i \in [\eta]$, which are denoted by \{\(W^{(\theta_{\gamma_i}, \beta_{\gamma_i}, k)}\); $\gamma_i \in \Omega$, $\beta_{\gamma_i}, k \in [M_{\gamma_i}]$ and $\forall i \in [\eta]$.\}

Example 3. Consider a dataset consisting of $f = 15$ messages classified into $\Gamma = 3$ classes with sizes $\{6, 4, 5\}$, respectively. Suppose a user that wishes to retrieve any $\lambda = 2$ messages from the set of classes $\Omega = \{1, 3\}$. The indices of the two arbitrary selected messages from each class are shown in Figure 3. The user privately selects a subset of $\eta$ class indices $\Omega = \{\gamma_1, \gamma_2, \ldots, \gamma_\eta\} \subseteq [\Gamma]$ and wishes to retrieve any $\lambda$ messages from each of the desired classes, while keeping the identities of the requested classes in $\Omega$ private from each database. In order to retrieve the desired messages $\{W^{(\theta_{\gamma_1}, \beta_{\gamma_1}, k)}; W^{(\theta_{\gamma_2}, \beta_{\gamma_2}, k)}; \ldots, W^{(\theta_{\gamma_\eta}, \beta_{\gamma_\eta}, k)}\}$, the user sends a random query $Q^\Omega_j$ to the database $j \in [n]$. The query is generated by the user without any prior knowledge of the realizations of the stored messages. In other words, 

\[
I(W^{(1)}, \ldots, W^{(f)}; Q^\Omega_1, \ldots, Q^\Omega_n) = 0.
\]
In response to the received query, the \( j \)-th database sends the answer \( A_j^\Omega \) back to the user, where \( A_j^\Omega \) is a deterministic function of \( Q_j^\Omega \) and the data stored in the database. Thus,

\[
H(A_j^\Omega | Q_j^\Omega, W^{[f]}) = 0, \ \forall j \in [n]. \tag{5}
\]

Note that, here we assume that there exists at least \( \lambda \) messages in each class, i.e., \( M_\gamma \geq \lambda, \ \forall \gamma \in [\Gamma] \). Let \( \mathcal{V} \) and \( \mathcal{T} \) be two arbitrary subsets of \( M_\gamma \) such that \( \mathcal{V} \subseteq \mathcal{T} \subseteq M_\gamma \) and \( |\mathcal{V}| = \lambda \). It follows from the definition of the M-PIR problem that

\[
H(A_j^\Omega | Q_j^\Omega, W^\mathcal{V}) = H(A_j^\Omega | Q_j^\Omega, W^\mathcal{T}). \tag{6}
\]

This is unlike the classical PIR setup where the answer string is generated given all of the messages in the dataset. Hence, from the chain rule of entropy we have \( H(A_j^\Omega | Q_j^\Omega, W^\mathcal{V}) \geq H(A_j^\Omega | Q_j^\Omega, W^\mathcal{T}) \) for the classical M-PIR. In other words, in M-PIR, the answer from the database \( j \in [n] \) is generated as a deterministic function given a sufficient amount of information, i.e., at least \( \lambda \) messages from a class for any class \( \gamma \in [\Gamma] \). Similarly, let \( \mathcal{V}' \subseteq M_\gamma \) be the subset of class indices, \( \forall \gamma \in [\Gamma] \) and \( \mathcal{V}' \subseteq M_\gamma \). Then it follows from (6) that

\[
H(A_j^\Omega | Q_j^\Omega, W^\mathcal{V}W^1(v')) = H(A_j^\Omega | Q_j^\Omega, W^\mathcal{T}W^1(v')) \tag{7}
\]

and

\[
H(A_j^\Omega | Q_j^\Omega, W^\mathcal{V}W^1(v')) = H(A_j^\Omega | Q_j^\Omega, W^\mathcal{T}W^1(v')). \tag{8}
\]

To satisfy the class privacy requirement, the query-answer function must be identically distributed for all possible subset of class indices \( \Omega \subseteq [\Gamma] \) from the perspective of each database. In other words, the scheme’s query and answer string must be independent from the desired class index set, i.e.,

\[
I(\Omega; Q_j^\Omega, A_j^\Omega) = 0, \ \forall j \in [n]. \tag{9}
\]

Moreover, the user must be able to reliably decode, given the received databases answers, any \( \lambda \) messages from the desired classes i.e., \( \{W^{(\theta_{\gamma_1, \beta_{\gamma_1}})}, \ldots, W^{(\theta_{\gamma_1, \beta_{\gamma_1}})}, \ldots, W^{(\theta_{\gamma_\eta, \beta_{\gamma_\eta, \lambda}})}\} \) for \( \gamma_\eta \in \Omega \). Accordingly, the M-PIR protocol from replicated DSS is defined as follows.

Consider a DSS with \( n \) noncolluding replicated databases storing \( f \) messages classified into \( \Gamma \) classes. The user wishes to retrieve any \( \lambda \) messages from each class in the desired class index set \( \Omega \subseteq [\Gamma] \), from the queries \( Q_j^\Omega \) and answers \( A_j^\Omega \), \( \forall j \in [n] \). Let \( \mathcal{S} \) be the set of all unique subsets of \( [\Gamma] \) of size \( \eta \), and \( \mathcal{M}_{\gamma_\eta} \) be the index set of the messages classified into the class \( \gamma_\eta \in \Omega \), then for an M-PIR protocol, the following conditions must be satisfied \( \forall \Omega, \Omega' \in \mathcal{S}, \Omega \neq \Omega' \), and \( j \in [n] \):

\[
\text{[Privacy]} \quad (Q_j^\Omega, A_j^\Omega, W^{[f]}) \sim (Q_j^{\Omega'}, A_j^{\Omega'}, W^{[f]})^1, \tag{10}
\]

\[
\text{[Correctness]} \quad H(W^{(\theta_{\gamma_1, \beta_{\gamma_1}})}, \ldots, W^{(\theta_{\gamma_1, \beta_{\gamma_1}})}, \ldots, W^{(\theta_{\gamma_{\eta-1}, \beta_{\gamma_{\eta-1}, \lambda}})}, \ldots, W^{(\theta_{\gamma_{\eta-1}, \beta_{\gamma_{\eta-1}, \lambda}})} | A_n^\Omega, Q_n^\Omega) = 0. \tag{11}
\]

We summarize the important variables of the M-PIR problem in Table I.

<table>
<thead>
<tr>
<th>Notation</th>
<th>Description</th>
<th>Notation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>( n )</td>
<td>total number of databases (integer)</td>
<td>( \Omega )</td>
<td>set of desired classes</td>
</tr>
<tr>
<td>( f )</td>
<td>total number of messages (integer)</td>
<td>( \eta )</td>
<td>number of desired classes (integer)</td>
</tr>
<tr>
<td>( \Gamma )</td>
<td>total number of classes (integer)</td>
<td>( \lambda )</td>
<td>number of desired messages from each desired class (integer)</td>
</tr>
<tr>
<td>( L )</td>
<td>number of symbols in each message (integer)</td>
<td>( M_\gamma )</td>
<td>size of class ( \gamma \in [\Gamma] ) (integer)</td>
</tr>
<tr>
<td>( \mathcal{S} )</td>
<td>the set of all unique subsets of ( [\Gamma] ) of size ( \eta )</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

\(^1\)The privacy constraint can be alternatively expressed as eq. (9).
D. Performance Metric

To measure the efficiency of an M-PPIR protocol, we consider the required number of downloaded symbols for retrieving the $L$ symbols of the $\mu = \lambda \eta$ desired messages.

**Definition 1 (M-PPIR rate and capacity for replicated DSSs).** The rate of an M-PPIR protocol, denoted by $R$, is defined as the ratio of the desired information size, $\lambda \eta$ messages each consisting of $L$ symbols, to the total required download cost $D$, i.e.,

$$ R \triangleq \frac{\eta \lambda L}{D} = \frac{\eta \lambda L}{\sum_{j=1}^{n} H(A_j^{\Omega})}. $$

The M-PPIR capacity, denoted by $C_{\text{M-PPIR}}$, is the maximum achievable M-PPIR rate over all possible M-PPIR protocols.

E. Special Cases

In this subsection, we introduce two special cases of the general M-PPIR problem presented in Section II-B emerging from choosing different values of $\lambda$ and $\eta$. We use these special cases, namely PPIR and multi-class PPIR, as building-blocks for the general M-PPIR problem. As this work introduces the PPIR problem, we find it useful to see how these special cases relate to and extend classical PIR problems.

1) **Single-Message PPIR** (in short denoted as PPIR ($\lambda = 1, \eta = 1$)): Here, the user is interested in a single message from a single desired class. In PPIR, the user privately selects a class index $\gamma \in [\Gamma]$ and wishes to privately retrieve any one message out of the $M_\gamma$ candidate messages of the desired class, i.e., $W^{(\theta_{\gamma}, \beta_{\gamma}, 1)} : \theta_{\gamma, \beta_{\gamma, 1}} \in M_{\gamma_1}, \gamma \in [\Gamma]$, while keeping the desired class index $\gamma$ private from each database $j \in [n]$. Note that when the number of classes is equal to the number of messages, i.e., there is only one message in each class and $\Gamma = f$, the PPIR problem reduces to the classical PIR problem [3].

2) **Multi-Class PPIR** ($\lambda = 1, \eta \geq 1$): Here, the user is interested in a single message from multiple desired classes. In this case, the user privately selects a subset of class indices $\Omega \subseteq [\Gamma]$ of size $\eta$ and wishes to retrieve any one message from each of the $\eta$ desired classes $\gamma_i \in \Omega$, i.e., $\{W^{(\theta_{\gamma_1, \beta_{\gamma_1, 1}})}, \ldots, W^{(\theta_{\gamma_\eta, \beta_{\gamma_\eta, 1}})} : \theta_{\gamma_i, \beta_{\gamma_i, 1}} \in M_{\gamma_i}, \gamma_i \in \Omega, \forall i \in [\eta]\}$, without revealing the identity of the desired class index set $\Omega$ to each database $j \in [n]$. Note that when the number of classes is equal to the number of messages, i.e., there is only one message in each class and $\Gamma = f$, the multi-class PPIR problem reduces to the multi-message PIR (MPIR) problem [11].

III. PLIABLE PRIVATE INFORMATION RETRIEVAL

In this section, we discuss the PPIR problem as a special case of the M-PPIR problem with $\lambda = 1, \eta = 1$. The significance of presenting this special case lies within the direct connection to the well known classical PIR problem in [3], thus, providing an intuitive introduction to the general M-PPIR problem. In the following, we derive the capacity of PPIR, which indicates a significant (possible) reduction in download rate compared to the capacity of classical PIR. In the PPIR problem we assume that the user is oblivious to the structure of the database, i.e., has no knowledge of the messages membership in each class and construct achievable schemes accordingly. To this end, we characterize the capacity of PPIR from replication-based DSSs and present a capacity-achieving scheme. Note that the novelty of our result is mostly in the converse proof, whereas the achievable scheme is based on a modified version of the scheme in [3]. We state our main result for PPIR over replicated DSS with Theorem 1 as follows.

**Theorem 1.** Consider a DSS with $n$ noncolluding replicated databases storing $f$ messages classified into $\Gamma$ classes. The maximum achievable PPIR rate over all possible PPIR protocols, i.e., the PPIR capacity $C_{\text{PPIR}}$, is given by

$$ C_{\text{PPIR}} = \left(1 + \frac{1}{n} + \frac{1}{n^2} + \cdots + \frac{1}{n^{f-1}}\right)^{-1} = \left(1 - \frac{1}{n}\right) \left(1 - \frac{1}{n^f}\right)^{-1}. $$

\footnote{For notation simplicity, we drop the desired class subscript when it is understood from the context, e.g., if there is only one desired class $\eta = 1$.}
Proof. A Converse proof of Theorem 1 as an answer to the user it follows that the best information retrieval rate, i.e., PPIR capacity, must be bounded identity of the selected message is not relevant. Accordingly, by randomly selecting one message from each class any Since there is more than one message in each class, and the user requests the desired class identity, we must download at least one message from each class. Hence, the probability that any one of the classes is the desired class is uniformly distributed, thus achieving perfect information theoretic privacy. Since there is more than one message in each class, and the user requests any message from her desired class, the identity of the selected message is not relevant. Accordingly, by randomly selecting one message from each class as an answer to the user it follows that the best information retrieval rate, i.e., PPIR capacity, must be bounded by $\frac{1}{\gamma}$, i.e., $C_{\text{PPIR}} = \frac{1}{\gamma}$.

Before we start the converse proof of Theorem 1, we present a number of useful lemmas and simplifying assumptions. Without loss of generality, assume that:

- From the queries and answers of each database $j \in [n]$ we can successfully decode the first $\lambda$ messages in each desired class $\gamma_i \in \Omega$ for any $\Omega \in \mathcal{S}$, where $\mathcal{S}$ is the set of all unique subsets of $[\Gamma]$ of size $\eta$.

As a result, $\beta_{\gamma_i,k} = k$ for all $k \in [\lambda], i \in [\eta]$, and we can write the message index $\theta_{\gamma_i,k}$ of $\theta_{\gamma_i,k}$ as $\theta_{\gamma_i,k}$ for all $k \in [\lambda]$. Let $\theta_{\gamma_i,k}$ denote the index of the $k$-th message in class $\gamma_i \in [\Gamma]$. Then, for example, from the answers of the desired classes indexed with set $\Omega = \{1, 2, \ldots, \eta\}$ we can successfully decode $\{W^{(\theta_{1,1}), \ldots, W^{(\theta_{1,\lambda}), W^{(\theta_{2,1}), \ldots, W^{(\theta_{\eta,\lambda})}})}\}$. For simplicity, with some abuse of notation, we let $W^{\theta_{[\eta], [\lambda]}} \triangleq \{W^{(\theta_{1,1}), \ldots, W^{(\theta_{1,\lambda}), W^{(\theta_{2,1}), \ldots, W^{(\theta_{\eta,\lambda})}})}\}$. As a result from (11) we have $H(W^{\theta_{[\eta], [\lambda]}}; A^{[\eta]}; Q^{[\eta]})) = 0$.

Let $W^{[f]\theta_{[\eta], [\lambda]}}$ be the complement subset of files for the set $W^{\theta_{[\eta], [\lambda]}}$, where

$$\theta_{[\eta], [\lambda]} \triangleq \{\theta_{1,1}, \theta_{1,2}, \ldots, \theta_{1,\lambda}, \theta_{2,1}, \ldots, \theta_{\eta,1}, \ldots, \theta_{\eta,\lambda}\},$$

i.e., $W^{[f]\theta_{[\eta], [\lambda]}} \triangleq W^{[\theta_{1,\lambda+1}; \theta_{2,1-1}]} \cup \cdots \cup W^{[\theta_{\eta-1,\lambda+1}; \theta_{\eta,1-1}]} \cup W^{[\theta_{\eta,\lambda+1}; f]}$.

Lemma 1. I($W^{[f]\theta_{[\eta], [\lambda]}}; A^{[\eta]}; Q^{[\eta]}|W^{\theta_{[\eta], [\lambda]}}) \leq \eta \lambda L(\frac{1}{R} - 1)$.

The proof of Lemma 1 is given in Appendix A.

Lemma 2. Let $\Omega_1, \Omega_2 \in \mathcal{S}$, such that $\Omega_1 \cap \Omega_2 = \phi$, without loss of generality, assume that $\Omega_1 = [\eta]$ and $\Omega_2 = [\eta + 1 : 2\eta]$. Then

$$I(W^{[f]\theta_{[\eta], [\lambda]}}; A^{[\eta]}; Q^{[\eta]}|W^{\theta_{[\eta], [\lambda]}}) \geq \frac{\eta \lambda L}{n} + \frac{1}{n} I(W^{[f]\theta_{[2\eta], [\lambda]}}; A^{[\eta]}|W^{\theta_{[2\eta], [\lambda]}}).$$

(12)

The proof of Lemma 2 is given in Appendix B.

A. Converse proof of Theorem 1

We now proceed to the converse proof of Theorem 1. For $\gamma \in [\Gamma]$, let

$$W^{\theta_{[\gamma], 1}} \triangleq \{W^{(\theta_{1,1}), W^{(\theta_{2,1}), \ldots, W^{(\theta_{\gamma,1})}}}\}.$$ 

Proof. From Lemma 1 we have for $\lambda = 1$ and $\eta = 1$

$$I(W^{[\theta_{1,2}; f]}; A^{[1]}|W^{(\theta_{1,1})}) \leq L(\frac{1}{R} - 1).$$

(13)

Next, from Lemma 2 we have for $\lambda = 1$, $\eta = 1$, and $\gamma \in [2 : \Gamma]$

$$I(W^{[f]\theta_{[\gamma-1], 1}}; A^{[\gamma]}|W^{(\theta_{[\gamma-1], 1})}) \geq \frac{1}{n} I(W^{[f]\theta_{[\gamma], 1}}; A^{[\gamma]}|W^{(\theta_{[\gamma], 1})}).$$

(14)

Now, starting by $\gamma = 2$, then applying (14) repeatedly for $\gamma \in [3 : \Gamma]$, we have

$$I(W^{[\theta_{1,2}; f]}; A^{[1]}|W^{(\theta_{1,1})})$$

$$\geq \frac{1}{n} + \frac{1}{n} I(W^{[f]\theta_{[2], 1}}; A^{[2]}|W^{(\theta_{[2], 1})})$$
As a result, we obtain

\[
\frac{L}{n} + \frac{1}{n} \left[ \frac{L}{n} + \frac{1}{n} I \left( W^{[f]}_{\theta[3]}, q^{(3)}_{n} A^{(3)}_{n} \mid W^{\theta[3],1} \right) \right] \\
= \frac{L}{n} + \frac{L}{n^2} + \frac{1}{n^2} I \left( W^{[f]}_{\theta[3]}, q^{(3)}_{n} A^{(3)}_{n} \mid W^{\theta[3],1} \right)
\]

\[
\geq \frac{L}{n} + \cdots + \frac{L}{n^{T-2}} + \frac{1}{n^{T-2}} I \left( W^{[f]}_{\theta[3],1}, q^{(3)}_{n} A^{(3)}_{n} \mid W^{\theta[3],1} \right)
\]

In (a) the last term equals zero due to the independence of the messages and the queries (4) and the fact that the answer strings are a deterministic function of the queries and a sufficient number of messages from each class (see (5), (6)). Specifically, by combining (5) and (6) we have

\[
H(A_{n}^{(3)} \mid Q_{n}^{(3)} W^{\theta[3],1}) \\
= H(A_{n}^{(3)} \mid Q_{n}^{(3)} W^{(\theta[1],1)} W^{\theta[2],1}) \\
= H(A_{n}^{(3)} \mid Q_{n}^{(3)} W^{(\theta[1],1)} W^{(\theta[2],1)} W^{\theta[3],1}) \\
= \cdots \\
= H(A_{n}^{(3)} \mid Q_{n}^{(3)} W^{[f]}) = 0.
\]

As a result, we obtain

\[
I \left( W^{[\theta[1],2:f]}_{\theta[1],1}, q^{(1)}_{n} A^{(1)}_{n} \mid W^{(\theta[1],1)} \right) \geq \frac{L}{n} + \cdots + \frac{L}{n^{T-2}} + \frac{L}{n^{T-1}}.
\]

Combining (15) and (13) yields

\[
L \left( \frac{1}{R} - 1 \right) \geq \frac{L}{n} + \cdots + \frac{L}{n^{T-2}} + \frac{L}{n^{T-1}}
\]

and by eliminating L from both sides, we finally obtain

\[
R \leq \left( 1 + \frac{L}{n} + \frac{L}{n^{2}} + \cdots + \frac{L}{n^{T-1}} \right)^{-1} \\
= \left( 1 - \frac{1}{n} \right)^{-1}.
\]

B. Achievability of Theorem 1

We now present a scheme that achieve the PPIR capacity bound of Theorem 1. The capacity of the PIR problem with n noncolluding replicated databases, each storing f messages, was characterized in [3] as \( 1 - \frac{1}{n} \) \( 1 - \frac{1}{n} \)^{-1}. From the capacity bound of PPIR in Theorem 1 one can observe that PPIR effectively reduces the size of the database from \( f \) to \( \Gamma \) messages. Thus, for our achievable PPIR scheme we adapt the capacity achieving PIR scheme in [3] to the PPIR problem setup.

Given \( \Gamma, n, \gamma \in [\Gamma] \), and \( \delta = \text{LCM}(M_1, \ldots, M_T) \), the high-level implementation of the PPIR scheme is outlined with the following steps.

1) The user selects a number \( s \) uniformly at random from the set \( \delta \).
2) The user constructs queries \( Q_1^{(\gamma)}, \ldots, Q_n^{(\gamma)} \) according to [3, Section IV]. We assume that the databases store \( \Gamma \) candidate messages \( \{X^{(1)}, X^{(2)}, \ldots, X^{(T)}\} \). Each candidate message is of length \( L = n^\Gamma \) [3] and the user intends to privately retrieve \( X^{(\gamma)}, \gamma \in [\Gamma] \).
The symbols queried in the first round are shown in the row indicated by \( Q \). By message and index symmetries this also applies to Table II(a) where the queries of round \( z \) for any \( \gamma \in [\Gamma] \).

4) Given the random number \( s \in [\delta] \), each database \( j \in [n] \) selects a subset of size \( \Gamma \) from the messages, one message from each class, to be used in constructing its answer string \( A_j^{(\gamma)} \). The indices of the selected messages are computed as

\[
\theta_{\gamma,\beta_{\gamma,1}} = \left\lceil \frac{s}{\delta} M_\gamma \right\rceil + \sum_{l=1}^{\gamma-1} M_l,
\]

where \( \beta_{\gamma,1} = \left\lceil \frac{s}{\delta} M_\gamma \right\rceil \) is the index of the selected message within its class, and \( \theta_{\gamma,\beta_{\gamma,1}} \) follows from (3) due to the fact that the messages are ordered in an ascending order based on their class membership. Each of these \( \Gamma \) messages are mapped to the user’s queries in Step 2 as \( X^{(\gamma)} = W(\theta_{\gamma,\beta_{\gamma,1}}) \) for all \( \gamma \in [\Gamma] \). The mapping in (19) ensures that each message in a given class is a member of the candidate message set with the same probability.

**Privacy:** Note that the query structure of the PIR capacity achieving scheme in [3] is fixed independently of the desired candidate message index \( \gamma \in [\Gamma] \). This fixed structure adheres to three principles to achieve this independence, namely, database symmetry, message symmetry and side-information exploitation [3]. Moreover, since the achievable construction of [3] guarantees that any message \( X^{(\gamma)} \) for all \( \gamma \in [\Gamma] \) is equally likely to be the desired message, it follows that the \( \Gamma \) messages \( W(\theta_{\gamma,\beta_{\gamma,1}}) \) for \( \gamma \in [\Gamma] \), i.e., one message from each class, are also equally likely to be the desired messages. As a result, \( P(\gamma = \gamma_i | Q_j^{(\gamma)}, A_j^{(\gamma)}) = \frac{1}{\Gamma} \) for any \( \gamma_i \in [\Gamma], j \in [n] \), and the query and answer string of any desired class \( \gamma \in [\Gamma] \) are indistinguishable from the perspective of each database. This in turns satisfies the M-PIPR privacy constraint in (10).

**Correctness:** Given that the scheme in [3] guarantees the retrieval of all the \( n^\Gamma \) symbols of \( X^{(\gamma)} \), which is mapped by each database to \( W(\theta_{\gamma,\beta_{\gamma,1}}) \), the user obtains all the symbols of a message that belongs to the class \( \gamma \). Thus, the M-PIPR correctness constraint of (11) is satisfied.

**Calculation of the achievable rate:** For privately retrieving one message from a candidate set of size \( \Gamma \) from \( n \) replicated databases, the scheme of [3] achieves an information retrieval rate of \( (1 + \frac{1}{n} + \frac{1}{n^2} + \cdots + \frac{1}{n^{\Gamma-1}})^{-1} \), as shown in [3, Thm. 1], which matches the PPIR capacity of Theorem 1.

The key concepts of the capacity-achieving PPIR scheme are illustrated with the following example.

**Example 4.** Consider the case where we have a number of \( f = 20 \) messages classified into \( \Gamma = 3 \) classes where the number of messages in each class are given by \( [4, 6, 10] \), respectively. The \( f \) messages are replicated in \( n = 2 \) databases. Suppose that the user is interested in retrieving a message from class \( \gamma = 3 \).

**Step 1 and 2: Queries to databases:** First, the user selects a number \( s \in [\delta] \), where \( \delta \triangleq LCM(4, 6, 10) = 60 \), uniformly at randomly and send this number to the \( n \) databases.

Next, the user utilizes the achievable scheme in [3] to generate the query sets for privately retrieving one message from a set of \( \Gamma \) candidate messages \( \{X^{(1)}, X^{(2)}, X^{(3)}\} \) where \( X^{(\gamma)} = \{X_1^{(\gamma)}, X_2^{(\gamma)}, \ldots, X_{L}^{(\gamma)}\} \), for \( \gamma \in [\Gamma] \). The query generation steps below precisely follow the steps outlined in [3] and are presented here for completeness.

The achievable scheme in [3] requires the size of each message to be \( L = n^\Gamma = 8 \) and its query sets are constructed as follows. First, to make the symbols downloaded from each database appear random and independent from the desired message, the indices of the \( L \) symbols of each message are randomly permuted prior to the query construction. Let, \( U_i^{(\gamma)} = X_{\pi_i(\cdot)}^{(\gamma)}, \forall i \in [L], \gamma \in [\Gamma], \) where \( \pi_i(\cdot) \) is a uniform random permutation privately selected by the user independently for each candidate message. We simplify the notation by letting \( U_i^{(1)} = x_i, U_i^{(2)} = y_i \) and \( U_i^{(3)} = z_i \) for \( i \in [L] \). To retrieve a message from the desired class \( \gamma = 3 \), i.e., the candidate message \( z = \{z_1, z_2, \ldots, z_8\} \), symbols are queried from the two databases in a total of \( \tau = 3 \) rounds. This is shown in Table II(a) where the queries of round \( \tau \) are indicated with \( Q_j^{(\gamma)}(\tau) \).

**Initialization Round (\( \tau = 1 \)):** The user first queries \( (n-1)^{\tau-1} = 1 \) distinct instance of \( z_i \) from each database. By message and index symmetries this also applies to \( x_i \) and \( y_i \), resulting in total \( n_1^{(1)}(n-1)^{(1-1)} = 6 \) symbols. The symbols queried in the first round are shown in the row indicated by \( Q_j^{(3)}(1) \) in Table II(a).
Following Rounds ($\tau \in [2:3]$): In each round and for each database, the user further queries sums of $\tau$ symbols with each symbol is from a different message. The queried sums either contain a single symbol from the desired message (so-called desired $\tau$-sums) or only symbols from undesired messages (so-called undesired $\tau$-sums, referred to as side information). One can see that by utilizing the undesired $\tau$-sums obtained from the previous round, the desired message can be decoded. For example, in round $\tau = 3$, the desired symbol $y_3$ can be obtained by canceling the side information $x_6 + y_5$ which is obtained from the 2nd database in round $\tau = 2$. Similarly, one can verify the successful recovery of all symbols of the desired message $z$ from the queried desired $\tau$-sums shown in Table II(a). Note that after deciding which desired sums to query, the undesired sums to query can be decided by enforcing message and index symmetry and the total number of symbols queried in round $\tau$ is equal to $n(\Gamma)(n - 1)(\tau - 1)$. Finally, the queries are sent to each database $j \in [2]$.

### TABLE II

**QUERY SETS FOR A MESSAGE FROM AN $n = 2$ REPLICATION-BASED DSS STORING $f = 20$ MESSAGES WHICH ARE CLASSIFIED INTO $\Gamma = 3$ CLASSES.** (a) shows the query sets for desired class $\gamma = 3$ and (b) for $\gamma = 1$, respectively.

<table>
<thead>
<tr>
<th>$j$</th>
<th>1</th>
<th>2</th>
</tr>
</thead>
<tbody>
<tr>
<td>$Q_j^{(1)}$ (1)</td>
<td>$x_1, y_1, z_1$</td>
<td>$x_2, y_2, z_2$</td>
</tr>
<tr>
<td>$Q_j^{(1)}$ (2)</td>
<td>$x_4 + y_3$</td>
<td>$x_6 + y_5$</td>
</tr>
<tr>
<td>$Q_j^{(1)}$ (3)</td>
<td>$x_7 + y_5 + z_7$</td>
<td>$x_4 + y_3 + z_8$</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>$j$</th>
<th>1</th>
<th>2</th>
</tr>
</thead>
<tbody>
<tr>
<td>$Q_j^{(1)}$ (1)</td>
<td>$x_1, y_1, z_1$</td>
<td>$x_2, y_2, z_2$</td>
</tr>
<tr>
<td>$Q_j^{(1)}$ (2)</td>
<td>$x_3 + y_2$</td>
<td>$x_5 + y_4$</td>
</tr>
<tr>
<td>$Q_j^{(1)}$ (3)</td>
<td>$x_7 + y_6 + z_5$</td>
<td>$x_8 + y_4 + z_3$</td>
</tr>
</tbody>
</table>

**Steps 3 to 5: Database answers:** Assume that the randomly selected number in Step 1) is given as $s = 13$. Accordingly, each database selects the same subset of candidate messages as follows: $X^{(1)} = W^{(\theta_1, \theta_1, 1)}$, $X^{(2)} = W^{(\theta_2, \theta_2, 1)}$, and $X^{(3)} = W^{(\theta_3, \theta_3, 1)}$ where $\theta_1, \theta_1 = [0.216 \times 4] = 1$, $\theta_2, \theta_2 = [0.216 \times 6] + 4 = 6$, and $\theta_3, \theta_3 = [0.216 \times 10] + 10 = 13$, respectively. Using this mapping between the identity of the candidate messages and the identity of the stored messages, each database then generates its answer string according to the queries of Table II(a). In other words, the query for $x_i$ is answered by each database with the symbol $W_i^{(1)}$, the query of $y_i$ is answered with the symbol $W_i^{(6)}$, and the query of $z_i$ is answered with the symbol $W_i^{(13)}$.

**Privacy and correctness of the retrieved message:** By decoding the downloaded symbols, we obtain the corresponding symbols of the message $W^{(13)}$ which is indeed a message from the desired class $\gamma = 3$. Moreover, since the achievable scheme in [3] follows the symmetry principles, i.e., message, index, and database symmetries within the query sets of each database, the privacy is inherently ensured. Specifically, the achievable scheme in [3] guarantees the private retrieval of the message $W^{(13)}$ among the set $\{W^{(1)}, W^{(6)}, W^{(13)}\}$ from the perspective of each database. With each message representing a class $\gamma \in [\Gamma]$, the desired class is also indistinguishable. For example, Table II(b) illustrates the query sets for desired class $\gamma = 1$. From Tables II(a) and II(b) one can verify that the index mapping

\[\text{Databases 1: } (1, 2, 3, 4, 5, 6, 7) \xrightarrow{\gamma = 1} (1, 2, 3, 4, 6, 7, 5),\]

\[\text{Databases 2: } (1, 2, 3, 4, 5, 6, 8) \xrightarrow{\gamma = 1} (6, 2, 4, 8, 1, 5, 3)\]

converts the queries for $\gamma = 3$ to the queries for $\gamma = 1$. To see this mapping, compare $x_{i_1} + y_{i_2}$ and $x_{i_1} + y_{i_2}$ from the queries of the first database in Tables II(a) and II(b), respectively. It can be seen that the indices $i_1 = 4$ and $i_2 = 3$ of the queries for $\gamma = 3$ are converted to the indices $\hat{i}_1 = 3$ and $\hat{i}_2 = 2$ of the queries for $\gamma = 1$, respectively. Thus, we have the mapping $((i_1, i_2) \rightarrow (\hat{i}_1, \hat{i}_2)) = ((4, 3) \rightarrow (3, 2))$. A similar comparison between the remaining queries results in the index and sign mappings of (20) and (21). One can similarly verify that there

\[ ^{3}\text{Note that, if we assume the user has knowledge of the size of each class, then } \delta \text{ is not needed. In this case, an achievable scheme is generated by first randomly selecting one message from each class to construct a set of } \Gamma \text{ candidate messages. The mapping between the class index and the message index is made locally by the user, and the queries are directly generated as PIR queries with the selected messages identities.} \]
exists a mapping from the queries for $\gamma = 3$ to the queries for $\gamma = 2$, i.e., $Q_{[2]}^{(3)} \leftrightarrow Q_{[2]}^{(2)}$. Since the permutation $\pi_\gamma(t)$ over these indices is uniformly and privately selected by the user independently of the desired class index $\gamma$, these queries are equally likely and indistinguishable.

**Achievable Rate:** By counting the number of symbols to be downloaded as answer for the queries in Table II(a), we obtain the PPIR rate $R = \frac{8}{14} = \frac{4}{7} = C_{PPIR}$.

### IV. Multi-message Pliable Private Information Retrieval

In this section, we consider the general problem of M-PPIR as presented in Section II-B with $\lambda \geq 1, \eta \geq 1$ and derive upper and lower bounds on the M-PPIR rate. Recall that, as in the PPIR problem, in M-PPIR the user is oblivious to the structure of the database. Hence, we cannot directly utilize existing multi-message PIR solutions for the M-PPIR problem. To this end, we consider replication-based DSSs and derive upper and lower bounds on the M-PPIR rate. As mentioned in Section III, the single-message PPIR problem is a special case of M-PPIR, thus, the results of Theorem 1 can be recovered by setting $\lambda = 1$ and $\eta = 1$ in the bounds derived in Theorem 2 below. We state our main result for M-PPIR over replicated DSS with Theorem 2 as follows.

**Theorem 2.** Consider a DSS with $n$ noncolluding replicated databases, storing $f$ messages classified into $\Gamma$ classes. For the M-PPIR problem with $\lambda \geq 1$ and $\eta \geq 1$, the maximum achievable M-PPIR rate over all possible M-PPIR protocols, i.e., the M-PPIR capacity $C_{M-PPIR}$, is given as

$$R \leq C_{M-PPIR} \leq \bar{R}$$

where

$$\bar{R} = R = \left[1 + \frac{\Gamma - \eta}{n\eta}\right]^{-1}$$

if $\eta \geq \frac{\Gamma}{2}$, \hfill (22a)

$$R = \left[1 - \frac{\eta}{1 - \frac{1}{n}} \right]^{-1} + \left(\frac{\eta}{\Gamma - \frac{1}{\eta}}\right)^{\frac{1}{\eta}} + \left(\frac{\eta}{\Gamma - \frac{1}{\eta}}\right)^{\frac{1}{\eta}}\left(\frac{1}{\eta} - \frac{1}{\eta} + \frac{1}{\kappa_i}\right)^{\frac{\Gamma - \eta}{\Gamma - 1}}$$

if $\eta \leq \frac{\Gamma}{2}$, \hfill (22b)

$$\bar{R} = \frac{\sum_{i=1}^{\eta} \tau_i \kappa_i^{\Gamma-\eta} \left[1 + \frac{1}{\kappa_i}\right]^{\Gamma - \eta} - \left(1 + \frac{1}{\kappa_i}\right)^{\Gamma - 1}}{\sum_{i=1}^{\eta} \tau_i \kappa_i^{\Gamma-\eta}}$$

if $\eta \leq \frac{\Gamma}{2}$, \hfill (22c)

for $\kappa_i \triangleq \frac{e^{-\frac{2\pi i (1 - 1)/\eta}{n (1/\eta)}}}{e^{-\frac{2\pi i (1 - 1)/\eta}{n (1/\eta)}}}$. Here, $\tau_i, i \in [\eta]$, is the solution of the $\eta$ linear equations

$$\sum_{i=1}^{\eta} \tau_i \kappa_i^{-\eta} = (n - 1)^{\Gamma - \eta},$$

$$\sum_{i=1}^{\eta} \tau_i \kappa_i^{-k} = 0 \quad \text{for } k \in [\eta - 1].$$

The converse bounds of Theorem 2 are derived in Section IV-A and Section IV-B, respectively. The achievability lower bounds in Theorem 2 are shown in Section IV-C. The following corollary states that if $\frac{\Gamma}{\eta} \in \mathbb{N},$ i.e., the number of classes is divisible by the number of desired classes, then the achievability bound of (22c) matches the upper bound of (22b).

**Corollary 1.** For the M-PPIR problem from $n > 1$ noncolluding replicated databases where $\eta \leq \frac{\Gamma}{2}, \frac{\Gamma}{\eta} \in \mathbb{N},$ the derived upper bound of (22b) is tight, i.e., matches the lower bound of (22c), and the M-PPIR capacity is given by

$$C_{M-PPIR} = \left(1 - \frac{1}{n}\right) \left[1 - \left(\frac{1}{\eta}\right)^{\frac{\Gamma}{\eta}}\right]^{-1}.$$

(24)

The proof of Corollary 1 follows, similarly to the proof of [11, Cor. 3], from the fact that $\Gamma/\eta = \lceil\Gamma/\eta\rceil$ and $(1 + 1/\kappa_i) = n^{1/\eta}$ for the bounds of (22b) and (22c), respectively.
Moreover, \( (25) \)

**Lemma 3.** For the M-PPIR problem with \( \Omega \) arbitrary messages of size \( \eta \), some overlap between the possible subsets of desired classes, and the minimum overlap between any two subsets \( \eta \), (6)). This results in dividing the converse proof into two cases. The first addresses the case where the user is interested in privately retrieving \( \eta \) messages from a dataset consisting of \( \Gamma \) messages, i.e., each class contains only one message [11, Thm. 1, Thm. 2, Cor. 3].

**Remark 3.** For the single server M-PPIR problem \( (n = 1) \), the M-PPIR capacity \( C_{\text{M-PPIR}} \) for \( \lambda \) arbitrary messages out of \( \eta \in [\Gamma] \) desired classes is given by \( C_{\text{M-PPIR}} = \frac{\lambda}{\eta} \). This can be shown by following Remark 1 and by substituting each of the randomly selected \( \Gamma \) messages with super messages each consisting of \( \lambda \) messages from every class.

In the following, we first derive an upper bound for the M-PPIR problem by adapting the classical PIR converse proofs of [3], [11] to our pliable setup. The key idea of the converse proof is to select the minimum number of subsets with minimum to no overlap from all possible \( \binom{\Gamma}{\eta} \) subsets in \( \mathcal{S} \), i.e., the set of all unique subsets of \( [\Gamma] \) of size \( \eta \), such that \( \bigcup_{i \in [\eta]} \Omega_i = [\Gamma] \). The intuition behind this selection is the fact that the answer strings of these desired subsets provide sufficient information to construct the answers for the remaining possible subsets in \( \mathcal{S} \) (see (6)). This results in dividing the converse proof into two cases. The first addresses the case \( \eta \geq \frac{\Gamma}{2} \) where there is always some overlap between the possible desired subsets of classes, while for \( \eta \leq \frac{\Gamma}{2} \) there exists a number of subsets that do not overlap.

**A. Converse proof of Theorem 2 for \( \eta \geq \frac{\Gamma}{2} \)**

Here, since \( \eta \geq \frac{\Gamma}{2} \), for any \( \Omega, \Omega' \in \mathcal{S} \), such that \( \Omega \neq \Omega' \), we have \( \Omega \cap \Omega' \neq \phi \). In other words, there is always some overlap between the possible subsets of desired classes, and the minimum overlap between any two subsets is \( 2\eta - \Gamma \). As a result of this overlap we have the following lemma.

**Lemma 3.** For the M-PPIR problem with \( \eta \geq \frac{\Gamma}{2} \), the following bound holds

\[
I\left( W^{[f] \setminus \theta_1, [\lambda]} ; Q^{[\eta]}_{[n]} A^{[\eta]}_{[n]} \left| U^{\theta_1, [\lambda]} \right| \right) \geq \frac{\lambda L}{n} (\Gamma - \eta).
\]  

Moreover, (25) holds for any set \( \Omega \in \mathcal{S} \), i.e.,

\[
I\left( W^{[f] \setminus \theta_2, [\lambda]} ; Q^{[\Omega]}_{[n]} A^{[\Omega]}_{[n]} \left| U^{\theta_2, [\lambda]} \right| \right) \geq \frac{\lambda L}{n} (\Gamma - \eta).
\]

The proof of Lemma 3 follows similar steps as the steps for Lemma 2 and can be found in Appendix C. Now, we are ready to prove the converse for the case \( \eta \geq \frac{\Gamma}{2} \).

**Proof.** By combining Lemma 1 and Lemma 3, we have

\[
\eta \lambda L \left( \frac{1}{R} - 1 \right) \geq \frac{\lambda L}{n} (\Gamma - \eta),
\]

and by eliminating \( \lambda L \), we obtain

\[
R \leq \left[ 1 + \frac{\Gamma - \eta}{\eta n} \right]^{-1}.
\]

That proves the upper bound on the M-PPIR capacity for \( \eta \geq \frac{\Gamma}{2} \) as given in (22a).

**B. Converse proof of Theorem 2 for \( \eta \leq \frac{\Gamma}{2} \)**

**Proof.** Without loss of generality, let \( \Omega_1 = [\eta], \Omega_i = [\eta(i - 1) + 1 : \eta(i)] \) for \( i \in [2 : \rho] \) and \( \rho = \left\lfloor \frac{\Gamma}{\eta} \right\rfloor \). Let \( \Omega_{\rho'} = [\Gamma - \eta + 1 : \Gamma] \). We have \( \bigcup_{i=1}^{\rho} \Omega_i = \phi, \Omega_{\rho} \cap \Omega_{\rho'} = [\Gamma - \eta + 1 : \eta\left\lfloor \frac{\Gamma}{\eta} \right\rfloor] \), and \( \bigcup_{i=1}^{\rho} \Omega_i \cup \Omega_{\rho'} = [\Gamma] \). Starting by \( \Omega_1 = [\eta] \), then applying Lemma 2 repeatedly we have

\[
I\left( W^{[f] \setminus \theta_1, [\lambda]} ; Q^{[\Omega_1]}_{[n]} A^{[\Omega_1]}_{[n]} \left| U^{\theta_1, [\lambda]} \right| \right)
\]

\[
\leq \left( \frac{1}{R} - 1 \right) \geq \frac{\lambda L}{n} (\Gamma - \eta),
\]

and by eliminating \( \lambda L \), we obtain

\[
R \leq \left[ 1 + \frac{\Gamma - \eta}{\eta n} \right]^{-1}.
\]

That proves the upper bound on the M-PPIR capacity for \( \eta \leq \frac{\Gamma}{2} \) as given in (28).
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= & \frac{\eta L \lambda}{n^2} + \frac{1}{n^2} I \left( W^t \setminus \{ 2n \}[A] ; Q_{[n]}^{A} A_{[n]} \right) \\
\geq & \ldots \\
\geq & \frac{\eta L \lambda}{n} + \frac{1}{n} I \left( W^t \setminus \{ 2n \}[A] ; Q_{[n]}^{A} A_{[n]} \right) \\
\geq & \frac{\eta L \lambda}{n} + \frac{1}{n^2} I \left( W^t \setminus \{ 2n \}[A] ; Q_{[n]}^{A} A_{[n]} \right) \\
\geq & \frac{\eta L \lambda}{n} + \frac{1}{n^2} \left[ \lambda L \left( \Gamma - \eta \right) \right] 
\end{align*}

where (29) results from bounding the last mutual information term, similar to Lemma 3, as follows

\begin{equation}
\eta L \left( \frac{1}{R} - 1 \right) \geq \eta L \left( 1 + \frac{1}{n^{1/2}} - \frac{1}{n^{1/2}} + \frac{1}{n^2} \left[ \frac{\Gamma}{\eta} - \left( \frac{\Gamma}{\eta} \right) \right] \right).
\end{equation}

Eliminating \( \eta L \) from both sides, we obtain

\begin{equation}
R \leq \left( 1 + \frac{1}{n^{1/2}} + \frac{1}{n^2} + \frac{1}{n^2} \left[ \frac{\Gamma}{\eta} - \left( \frac{\Gamma}{\eta} \right) \right] \right)^{-1}
= \left[ \frac{1 - \left( \frac{1}{n^{1/2}} \right)^{-1}}{1 - \frac{1}{n^{1/2}}} + \frac{\Gamma}{\eta} - \left( \frac{\Gamma}{\eta} \right) \right]^{-1}
\end{equation}

which proves the upper bound on the M-PIR capacity for the case \( \eta \leq \frac{f}{2} \) as given in (22b).

\section*{C. Achievability of Theorem 2}

The M-PIR schemes needed for Theorem 2 utilize the single-message and multi-message PIR solutions of [3], [11]. If we only consider retrieving a single-message from multiple desired classes, i.e., \( \lambda = 1 \) and \( \eta \geq 1 \), we can adapt the multi-message scheme of [11], similarly to the approach for PPIR in Section III-B. In the following, we outline the required steps for this adaptation with the extension to multiple desired messages \( \lambda \geq 1 \). The achievable rate of the M-PIR problem with \( n \) noncolluding replicated databases, each storing \( f \) messages, and \( \lambda \eta \) desired messages to download is characterized in [11, Thm. 1, Thm. 2], as

\begin{equation}
R = \begin{cases} 
\left[ 1 + \frac{f - \lambda \eta}{n \lambda \eta} \right]^{-1} \text{ if } \lambda \eta \geq \frac{f}{2}, \\
\frac{\sum_{i=1}^{\lambda \eta} \tau_i \kappa_i^{-f - \lambda \eta} \left( 1 + \frac{1}{\kappa_i} \right)^f - \left( 1 + \frac{1}{\kappa_i} \right)^{f - \lambda \eta}}{\sum_{i=1}^{\lambda \eta} \tau_i \kappa_i^{-f - \lambda \eta} \left( 1 + \frac{1}{\kappa_i} \right)^f - 1} \text{ if } \lambda \eta \leq \frac{f}{2},
\end{cases}
\end{equation}

where \( \kappa_i \equiv \frac{e^{2\pi (i-1)/\lambda \eta} - e^{2\pi (i-1)/\lambda \eta}}{e^{2\pi (i-1)/\lambda \eta} - e^{2\pi (i-1)/\lambda \eta}} \). Here, \( \tau_i, i \in \left[ \lambda \eta \right], \) is the solution of the \( \eta \lambda \) linear equations

\begin{equation}
\sum_{i=1}^{\lambda \eta} \tau_i \kappa_i^{-\lambda \eta} = (n - 1)^{f - \lambda \eta},
\end{equation}

\begin{equation}
\sum_{i=1}^{\lambda \eta} \tau_i \kappa_i^{-\lambda \eta} = 0 \text{ for } k \in \left[ \lambda \eta - 1 \right].
\end{equation}
From comparing the upper bounds of M-PPIR of Theorem 2 in (22a)-(22b) with (33a)-(33b), we can observe that M-PPIR effectively reduces the size of the database from \( f \) to \( \Gamma \) messages and the number of desired messages from \( \lambda \eta \) to simply \( \eta \). Thus, for our achievable M-PPIR schemes, we adapt the M-PIR achievable schemes in [11] to the M-PPIR problem setup for \( \eta \geq \frac{1}{2} \) and \( \eta \leq \frac{1}{2} \), respectively.

Given \( \Gamma, \eta, \lambda, n, \Omega \in \mathbb{S}, \) and \( \delta = \text{LCM}(M_1, \ldots, M_\Gamma) \), the high-level implementation of our M-PPIR schemes are outlined with the following steps.

1) The user selects a number uniformly at random from the set \([\delta]\).
2) If \( \eta \geq \frac{1}{2} \), the user constructs the queries \( Q_1^\Omega, \ldots, Q_n^\Omega \) according to the achievable M-PIR scheme in [11, Sec. IV]. We assume that the databases store \( \Gamma \) candidate super messages. Each super message is of length \( \hat{L} = n^2 \) super symbols, i.e., \( \mathbf{X}^{(\gamma)} = (\mathbf{X}_1^{(\gamma)}, \ldots, \mathbf{X}_\hat{L}^{(\gamma)}) \) and the super symbol \( \mathbf{X}_l^{(\gamma)} = (X_l^{(i)}(\gamma), \ldots, X_l^{(M_\gamma)}(\gamma)) \) corresponds to a vector of symbols from the \( \lambda \) messages of class \( \gamma \in [\Gamma] \). The user intends to privately retrieve \( \eta \) super messages \( \mathbf{X}^{(\gamma_i)}, \forall \gamma_i \in \Omega \).
3) The user sends the selected random number \( \eta \in [\delta] \), \( 1 \leq \eta \leq [\eta] \), then the constructed queries \( Q_1^\Omega, \ldots, Q_n^\Omega \) in a random order to each database \( j \in [n] \). This ensures that if the protocol is applied multiple times with different \( s \) and fixed \( \Omega \), the user receives randomized messages, each with probability \( 1/M_\eta \) for all \( \gamma_i \in \Omega \).
4) Given the random number \( s \in [\delta] \), each database \( j \in [n] \) computes the indices of \( \lambda \Gamma \) messages, \( \lambda \) messages from each class. These indices are computed as follows:
   • The first message from each class is given by
     \[
     \theta_{\gamma_i,\beta_{\gamma_i},1} = \left[ \frac{s}{\delta} M_{\gamma_i} \right] + \sum_{l=1}^{\gamma_i-1} M_l, \tag{35}
     \]
     where \( \beta_{\gamma_i,1} = \left[ \frac{s}{\delta} M_{\gamma_i} \right] \) and \( \theta_{\gamma_i,\beta_{\gamma_i},1} \) in (35) follows due to the fact that the messages are ordered in an ascending order based on their class membership as outlined in Section II-B.
   • The following \( \lambda - 1 \) messages from each class are selected, without loss of generality, in a cyclic order\(^4\) over the members of the class starting with \( \theta_{\gamma_i,\beta_{\gamma_i},2} = \theta_{\gamma_i,\beta_{\gamma_i},1} + 1 \). That is, for any \( k \in [\lambda] \),
     \[
     \theta_{\gamma_i,\beta_{\gamma_i},k+1} = \begin{cases} 
     \theta_{\gamma_i,\beta_{\gamma_i},k} - M_{\gamma_i} + 1 & \text{if } \theta_{\gamma_i,\beta_{\gamma_i},k} = \sum_{l=1}^k M_l \\
     \theta_{\gamma_i,\beta_{\gamma_i},k} + 1 & \text{otherwise.}
     \end{cases} \tag{36}
     \]
5) Super messages are assembled in each database using the selected \( \lambda \Gamma \) messages of the previous step to be used in constructing its answer string \( A_l^\Omega \) as follows. Each of \( \Gamma \) super messages are mapped to the user’s queries of Step 2 as \( \mathbf{X}_l^{(\gamma)} = (W_l(\theta_{\gamma_i,\gamma_i},1)W_l(\theta_{\gamma_i,\gamma_i},2), \ldots, W_l(\theta_{\gamma_i,\gamma_i},\lambda)) \) for all \( \gamma \in [\Gamma] \) and \( l \in \hat{L} \). Note that any operation involving a super symbol is performed element wise.
6) If \( \eta \leq \frac{1}{2} \), repeat steps 1-5 by constructing the queries \( Q_1^\Omega, \ldots, Q_n^\Omega \) according to the achievable M-PIR scheme in [11, Sec.V]. Instead of length \( \hat{L} \) in Step 2, here the length of the \( \Gamma \) candidate super messages is given by
   \[
   \hat{L} = \frac{1}{\eta} \sum_{i=1}^{\eta} \tau_i \kappa_i^{1-\eta} \left[ \left( 1 + \frac{1}{\kappa_i} \right)^{\Gamma} - \left( 1 + \frac{1}{\kappa_i} \right)^{\Gamma-\eta} \right].
   \]
   Here, \( \kappa_i = \frac{\Gamma^{2(\pi(\gamma_i-1)/\eta)^2}}{\Gamma^{2(\pi(\gamma_i-1)/\eta)} - \Gamma^{2(\pi(\gamma_i-1)/\eta)}} \) with \( \tau_i, i \in [\eta] \), being the solutions of the \( \eta \) linear equations in (23a) and (23b).

**Privacy and Correctness:** The arguments of privacy and correctness follow from the underlying guarantees of the M-PIR solutions of [11, Sec. IV] and [11, Sec.V], similarly to the capacity achieving scheme of PPIR in Section III-B.

**Calculation of achievable rate:** The achievable rates in (22a) and (22b) follow directly from (33a) and (33b) by substituting \( f \) with \( \Gamma \) and \( \lambda \eta \) with \( \eta \), respectively.

The key concepts of the capacity-achieving M-PPIR scheme construction for \( \eta \geq \frac{1}{2} \) are illustrated with the following example.

\(^4\)Note that the the achievable M-PPIR schemes are not unique in terms of the selected \( \lambda \Gamma \) candidate messages. Particularly, we chose a cyclic order to guarantee the selection of a unique subset of \( \lambda \) messages from each class to construct the scheme’s answer string.
Example 5. Consider the case where we have a number of $f = 32$ messages classified into $\Gamma = 4$ classes where the number of messages in each class are given by $[4, 6, 10, 12]$, respectively. The $f$ messages are replicated in $n = 2$ databases. Suppose that the user is interested in retrieving $\lambda = 2$ messages from $\eta = 2$ desired classes $\Omega = \{1, 3\}$. The steps indicated below refer to the achievable scheme outlined above.

Steps 1 and 2: Queries to databases: First, the user selects a number $s \in [\delta]$, where $\delta \triangleq \text{LCM}(4, 6, 10, 12) = 60$, uniformly at random and sends this number to the $n$ databases.

Next, the user utilizes the achievable M-PIR scheme in [11, Sec. IV] to generate the query sets for privately retrieving two super messages from a set of $\Gamma$ candidate super messages $\{X_1^{(1)}, X_2^{(2)}, X_3^{(3)}, X_4^{(4)}\}$ where $X_1^{(\gamma)} = \{X_1^{(\gamma)}, X_2^{(\gamma)}, \ldots, X_n^{(\gamma)}\}$ for $\gamma \in [4]$ and $X_1^{(\gamma)} = \{X_{i,1}^{(\gamma)}, \ldots, X_{L,1}^{(\gamma)}\}$ for all $l \in [L]$. The query generation steps below precisely follow the steps outlined in [11, Sec. IV] and are presented here for completeness.

The achievable scheme in [11, Sec. IV] requires the size of each super message to be $\hat{n} = 2$.

Steps 3 to 5: Database answers: Assume that the randomly selected number in Step 1) is given as $s = 13$. Accordingly, each database selects the same subset of candidate super messages as follows: $X_i^{(1)} = (W_i^{(\theta_i, \beta_{i,1,1})} W_i^{(\theta_i, \beta_{i,1,2})})$.
the symbols \( x_1 \) according to the queries of Table III. In other words, the query for the candidate super messages and the identity of the stored messages, each database then generates its answer \( \theta \) we obtain the M-PPIR rate \( R \) as given in (14).

By invoking the random selection of \( s \) in (35), we have \( \theta_{1,\beta_{1,1}} = [0.216 \times 4] = 1 \), and by (36) \( \theta_{1,\beta_{1,2}} = 2 \). Similarly, \( \theta_{2,\beta_{2,1}} = [0.216 \times 6] + 4 = 6 \), \( \theta_{2,\beta_{2,2}} = 7 \), \( \theta_{3,\beta_{3,1}} = [0.216 \times 10] + 10 = 13 \), \( \theta_{3,\beta_{3,2}} = 14 \), \( \theta_{4,\beta_{4,1}} = [0.216 \times 12] + 20 = 23 \), and \( \theta_{4,\beta_{4,2}} = 24 \), respectively. Using this mapping between the identity of the candidate super messages and the identity of the stored messages, each database then generates its answer string according to the queries of Table III. In other words, the query for \( x_1 \) is answered by each database with the symbols \( \{ W_1^{(1)}, W_1^{(2)} \} \), the query of \( y_1 \) is answered with the symbols \( \{ W_1^{(6)}, W_1^{(7)} \} \), and so on.

**Privacy and correctness of the retrieved messages:** By decoding the downloaded symbols, we obtain the corresponding symbols of the messages \( \{ W_1^{(1)}, W_2^{(2)}, W_3^{(13)}, W_4^{(14)} \} \) which are indeed \( \lambda = 2 \) messages from each of the desired classes in the set \( \Omega = \{ 1, 3 \} \).

Moreover, since the achievable scheme in [11, Sec. IV] follows the symmetry principles, i.e., message, index, and database symmetries within the query sets of each database in the first round, the privacy is inherently ensured. For the second round, due to the private permutation over the columns of the MDS code, the MDS-encoded mixtures of desired and undesired super symbols do not leak information about the desired set of super messages and thus the desired set of classes. Note that our proposed achievable scheme utilizes super messages instead of simply repeating the construction of [11, Sec. IV] with a randomly selected candidate message set to enforce the selection of unique messages from each class. However, from the privacy perspective, we sequentially utilize \( \lambda \) iterations of a perfectly private M-PIR scheme. Specifically, due to the element-wise operations in the second round, the achievable scheme in [11, Sec. IV] guarantees the private retrieval of messages \( \{ W_1^{(1)}, W_1^{(13)} \} \) from the candidate set \( \{ W_1^{(1)}, W_1^{(6)}, W_1^{(13)}, W_2^{(23)} \} \) and \( \{ W_2^{(2)}, W_4^{(14)} \} \) from the candidate set \( \{ W_2^{(2)}, W_2^{(7)}, W_4^{(14)}, W_4^{(24)} \} \), resp., from the perspective of each database. With one message representing each of the classes \( \gamma \in [\Gamma] \) in the two candidate message sets, the desired set of classes is indistinguishable.

**Achievable Rate:** By counting the number of symbols to be downloaded as answer for the queries in Table III, we obtain the M-PPIR rate \( R = \frac{4 \times 2 \times 2}{12 \times 2} = \frac{2}{3} = C_{M-PIR} \) for \( \eta \geq \frac{1}{2} \) as given in (22a).

**V. CONCLUSION**

In this work, we proposed the problem of M-PPIR from noncolluding replicated database as a new variant of the classical PIR problem. In M-PPIR, \( f \) messages are classified into \( \Gamma \) classes, and the user wishes to retrieve any \( \lambda \geq 1 \) messages from multiple desired classes while revealing no information about the identity of the desired classes to the databases. From this general problem, we considered the special case of (single-message) PPIR where the user is interested in retrieving only one message from one desired class. We characterized the PPIR capacity from replicated noncolluding databases for an arbitrary number of databases \( n \geq 1 \) and presented capacity-achieving schemes. Interestingly, the capacity of PPIR matches the PIR capacity with \( n \) databases and \( \Gamma \) messages. However, as a significant contrast to PIR, the answers are randomized if the user queries the same class repetitively. Thus, enabling flexibility, i.e., pliability, allows to trade-off privacy versus download rate compared to classical information-theoretic PIR schemes. Moreover, we extended our results to the general M-PPIR problem, derived upper and lower bounds on the M-PPIR rate, and showed a similar insight, i.e., that the derived M-PPIR bounds match the multi-message PIR bounds.

**APPENDIX A**

**PROOF OF LEMMA 1**

In this appendix, we prove an upper bound on the conditional mutual information stated in Lemma 1. We start the proof of the simplest case\(^5\) where \( \lambda = 1 \) and \( \eta = 1 \) as a special case of Lemma 1. Then we extend the proof to \( \lambda \geq 1 \) and \( \eta \geq 1 \).

**Proof.** For \( \lambda = 1 \) and \( \eta = 1 \), we have

\[
I\left(W^{(\theta_{1,2};f)};Q_{[n]}^{(1)}A_{[n]}^{(1)}\mid W^{(\theta_{1,1})}\right)
\]

\(^5\)Note that, for the special case of \((\lambda = 1, \eta = 1)\), the proof technique is similar to [3, Lem 5]. However, for completeness we restate these steps here using the notation employed in this paper.
and
\[ (a) \quad I\left( W^{θ_{1,2};f} \mid Q_{[n]}^{1} A_{[n]}^{1} W^{θ_{1,1}} \right) \]
\[ (b) \quad I\left( W^{θ_{1,2};f} ; Q_{[n]}^{1} A_{[n]}^{1} \right) + I\left( W^{θ_{1,2};f} \mid W^{θ_{1,1}} ; Q_{[n]}^{1} A_{[n]}^{1} \right) = 0 \]
\[ (c) \quad I\left( W^{θ_{1,2};f} ; A_{[n]}^{1} \right) + I\left( W^{θ_{1,2};f} ; Q_{[n]}^{1} \right) = 0 \]
\[ = H(A_{[n]}^{1} \mid Q_{[n]}^{1}) - H(A_{[n]}^{1} \mid Q_{[n]}^{1} W^{θ_{1,2};f}) \]
\[ (d) \quad H(A_{[n]}^{1}) - H(W^{θ_{1,1}} A_{[n]}^{1} \mid Q_{[n]}^{1} W^{θ_{1,2};f}) + H(W^{θ_{1,1}} \mid A_{[n]}^{1} Q_{[n]}^{1} W^{θ_{1,2};f}) = 0 \]
\[ (e) \quad D - H(W^{θ_{1,1}} A_{[n]}^{1} \mid Q_{[n]}^{1} W^{θ_{1,2};f}) \]
\[ (f) \quad \frac{L}{R} - H(W^{θ_{1,1}} \mid Q_{[n]}^{1} W^{θ_{1,2};f}) - H(A_{[n]}^{1} \mid Q_{[n]}^{1} W^{θ_{1,2};f}) = 0 \]
\[ = \frac{L}{R} - L = L \left( \frac{1}{R} - 1 \right) \]

where

\( (a) \) follows from the independence of the messages (2) and the independence of the messages and the queries (4);

\( (b) \) follows from the chain rule of mutual information and the independence of the messages (2);

\( (c) \) follows from the independence between the messages and the queries (4);

\( (d) \) follows from the fact that the answer strings are a deterministic function of the queries the stored messages (5);

\( (e) \) follows from the chain rule of entropy and Definition 1;

\( (f) \) follows from the fact that the answer strings are a deterministic function of the queries the stored messages (5).

Next, we extend the argument for \( λ \geq 1 \) and \( η \geq 1 \) as follows. Recall that

\[ W^{θ_{[n],λ}} \triangleq \{ W^{θ_{1,1}}, W^{θ_{1,2}}, \ldots, W^{θ_{2,1}}, W^{θ_{2,2}}, \ldots, W^{θ_{n,1}}, \ldots, W^{θ_{n,λ}} \}, \]

and

\[ W^{f\setminusθ_{[n],λ}} \triangleq W^{θ_{1,λ+1};θ_{2,1}-1} \cup W^{θ_{2,λ+1};θ_{3,1}-1} \cup \ldots \cup W^{θ_{n-1,λ+1};θ_{n,1}-1} \cup W^{θ_{n,λ+1};f}. \]
\[
\frac{\eta \lambda L}{R} - \eta \lambda L = \eta \lambda L \left( \frac{1}{R} - 1 \right)
\]

where (a) follows from the independence of the messages (2) and the independence of the messages and the queries (4); (b) follows from the chain rule of mutual information and the independence of the messages (2); (c) follows from the independence of the queries and the messages (4); (d) follows from the fact that conditioning reduces entropy (2), and from the correctness condition (11); (e) follows from the chain rule of entropy and Definition 1; (f) follows from the fact that the answer strings are a deterministic function of the queries and the stored messages (5). 

\[\square\]

**Appendix B**

**Proof of Lemma 2**

Here, we prove a lower bound on the conditional mutual information stated in Lemma 2. We first prove the simplest case for \( \lambda = 1 \) and \( \eta = 1 \), then extend the same argument for \( \lambda \geq 1 \) and \( \eta \geq 1 \). Before starting the proof, recall that for \( \gamma \in [\Gamma] \) we have \( W^{(\gamma)}_{1,1} \triangleq \{ W^{(\theta,1)}_{1,1}, W^{(\theta_2,1)}, \ldots, W^{(\theta_{\gamma},1)} \} \).

**Proof.** Let \( \lambda = 1 \), \( \eta = 1 \), and \( \gamma \in [2 : \Gamma] \). We have the following chain of inequalities:

\[
n I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} ; Q^{(\gamma - 1)}_{[n]} A^{(\gamma - 1)}_{[n]} \mid W^{\theta_{[\gamma - 1]}, 1} \right)
\geq n \sum_{j=1}^{n} I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} ; Q^{(\gamma)}_{j} A^{(\gamma)}_{j} \mid W^{\theta_{[\gamma - 1]}, 1} \right)
\overset{(a)}{=} \sum_{j=1}^{n} I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} ; Q^{(\gamma)}_{j} A^{(\gamma)}_{j} \mid W^{\theta_{[\gamma - 1]}, 1} \right)
\overset{(b)}{=} \sum_{j=1}^{n} I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} ; A^{(\gamma)}_{j} \mid Q^{(\gamma)}_{j} W^{\theta_{[\gamma - 1]}, 1} \right)
= \sum_{j=1}^{n} H \left( A^{(\gamma)}_{j} \mid Q^{(\gamma)}_{n} A^{(\gamma)}_{[n-1]} W^{\theta_{[\gamma - 1]}, 1} \right)
\geq \sum_{j=1}^{n} H \left( A^{(\gamma)}_{j} \mid Q^{(\gamma)}_{n} A^{(\gamma)}_{[n-1]} W^{\theta_{[\gamma - 1]}, 1} \right)
\overset{(c)}{=} \sum_{j=1}^{n} I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} ; A^{(\gamma)}_{j} \mid Q^{(\gamma)}_{n} A^{(\gamma)}_{[n-1]} W^{\theta_{[\gamma - 1]}, 1} \right)
= I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} ; A^{(\gamma)}_{n} \mid Q^{(\gamma)}_{n} W^{\theta_{[\gamma - 1]}, 1} \right)
\overset{(d)}{=} I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} ; A^{(\gamma)}_{n} Q^{(\gamma)}_{n} W^{\theta_{[\gamma - 1]}, 1} \right) - I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} ; W^{(\theta_{[\gamma - 1]}, 1)} A^{(\gamma)}_{n} Q^{(\gamma)}_{n} W^{\theta_{[\gamma - 1]}, 1} \right)
= I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} ; W^{\theta_{[\gamma - 1]}, 1} \right) + I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} A^{(\gamma)}_{n} Q^{(\gamma)}_{n} W^{\theta_{[\gamma - 1]}, 1} \right)
\overset{(e)}{=} H \left( W^{(\theta_{[\gamma - 1]}, 1)} \right) + I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} A^{(\gamma)}_{n} Q^{(\gamma)}_{n} W^{\theta_{[\gamma - 1]}, 1} \right)
\overset{(f)}{=} L + I \left( W^{f \setminus \theta_{[\gamma - 1]}, 1} A^{(\gamma)}_{n} Q^{(\gamma)}_{n} W^{\theta_{[\gamma - 1]}, 1} \right)
\]

where (a) follows from the privacy constraint (10);
(b) follows from the independence between the messages (2) and the independence between the messages and the queries (4);

(c) it follows from the fact that the answer strings are a deterministic function of the queries and the stored messages (5);

(d) follows from the chain rule of mutual information, the independence of the messages (2), and the correctness condition (11), in particular from $H(W^{(\theta_{1,1})}Q_{[n]}^{(2)} A_{[n]}) = 0$;

(e) follows from the independence of the messages (2);

(f) follows from the chain rule of mutual information and the fact that each message consists of $L$ independent and identically distributed symbols (1).

Next, we extend the argument for $\lambda \geq 1$ and $\eta \geq 1$ as follows. Recall that

$$W^{\theta_{[n],\lambda}} \triangleq \{W^{(\theta_{1,1}), W^{(\theta_{1,2}), \ldots, W^{(\theta_{1,\lambda})}, W^{(\theta_{2,1}), W^{(\theta_{2,2}), \ldots, W^{(\theta_{2,\lambda}), \ldots, W^{(\theta_{n,1}), \ldots, W^{(\theta_{n,\lambda})}}}}\},$$

and

$$W^{(f)\theta_{[n],[\lambda]} \triangleq W^{(\theta_{1,\lambda+1}, W^{(\theta_{2,1}) - 1}) \cup W^{(\theta_{2,1}), W^{(\theta_{2,1}) - 1}) \cup \ldots \cup W^{(\theta_{n-1}, \lambda+1), W^{(\theta_{n-1}), W^{(\theta_{n,1})}} \cup W^{(\theta_{n,1})}}.}}$$

Let $\Omega_1, \Omega_2 \in \mathcal{S}$, such that $\Omega_1 \cap \Omega_2 = \phi$, and without loss of generality assume that $\Omega_1 = [\eta]$ and $\Omega_2 = [\eta + 1 : 2\eta]$. Then

$$n I \left(W^{(f)\theta_{[n],[\lambda]} Q_{[n]}^{(2)} A_{[n]}^{(2)}} W^{\theta_{[n],[\lambda]}} \right) \geq \sum_{j=1}^{2n} I \left(W^{(f)\theta_{[n],[\lambda]} Q_{[n]}^{(2)} A_{[n]}^{(2)}} W^{\theta_{[n],[\lambda]}} \right)

\[= \sum_{j=1}^{2n} I \left(W^{(f)\theta_{[n],[\lambda]} Q_{[n]}^{(2)} A_{[n]}^{(2)}} W^{\theta_{[n],[\lambda]}} \right)

\[= \sum_{j=1}^{2n} I \left(W^{(f)\theta_{[n],[\lambda]} Q_{[n]}^{(2)} A_{[n]}^{(2)}} W^{\theta_{[n],[\lambda]}} \right) - H(A_{[n]}^{(2)} Q_{[n]}^{(2)} W^{\theta_{[n],[\lambda]}} W^{(f)\theta_{[n],[\lambda]}})

\[\geq \sum_{j=1}^{2n} I \left(W^{(f)\theta_{[n],[\lambda]} Q_{[n]}^{(2)} A_{[n]}^{(2)}} W^{\theta_{[n],[\lambda]}} \right) - H(A_{[n]}^{(2)} Q_{[n]}^{(2)} W^{\theta_{[n],[\lambda]}} W^{(f)\theta_{[n],[\lambda]}})

\[= I \left(W^{(f)\theta_{[n],[\lambda]} Q_{[n]}^{(2)} W^{\theta_{[n],[\lambda]}} \right) + H(A_{[n]}^{(2)} Q_{[n]}^{(2)} W^{\theta_{[n],[\lambda]}})

\[= I \left(W^{(f)\theta_{[n],[\lambda]} Q_{[n]}^{(2)} W^{\theta_{[n],[\lambda]}} \right) - I \left(W^{(f)\theta_{[n],[\lambda]} Q_{[n]}^{(2)} W^{\theta_{[n],[\lambda]}} \right)

\[= H(A_{[n]}^{(2)} Q_{[n]}^{(2)} W^{\theta_{[n],[\lambda]}})

\[= \eta L + I \left(W^{(f)\theta_{[n],[\lambda]} Q_{[n]}^{(2)} A_{[n]}^{(2)} W^{\theta_{[n],[\lambda]}} \right),

where

(a) follows from the privacy constraint (10);
(b) follows from the independence between the messages (2) and the independence between the messages and the queries (4);
(c) follows from the fact that the answer strings are a deterministic function of the queries and the stored messages (5);
(d) follows from the chain rule of mutual information, the independence of the messages (2), and the correctness condition (11), in particular from $H(W^{\theta_{[n+1,2n]}} Q_{[n]} A_{[2n]}^{\Omega_2}) = 0$;
(e) follows from the independence of the messages (2);
(f) follows from the chain rule of mutual information and the fact that each message consists of $L$ independent and identically distributed symbols (1).

\[ \square \]

**APPENDIX C**

**PROOF OF LEMMA 3**

Here, we prove a lower bound on the conditional mutual information stated in Lemma 3. Before starting the proof, recall that

$$ W^{\theta_{[n],\lambda}} \triangleq \{ W^{(\theta_1,1)} , W^{(\theta_1,2)} , \ldots , W^{(\theta_1,\lambda)} , W^{(\theta_2,1)} , \ldots , W^{(\theta_{n+1},\lambda)} \} , $$

and

$$ W^{[f]_{[\eta],[\lambda]}} \triangleq W^{[\theta_{1,\lambda+1;\theta_2,1-1}] \cup W^{[\theta_2,\lambda+1;\theta_3,1-1]} \cup \ldots \cup W^{[\theta_\eta-1,\lambda+1;\theta_\eta,1-1]} \cup W^{[\theta_{\eta+1;\lambda}]}. $$

**Proof:** We start the proof with $\Omega_1 = [\eta]$ and $\Omega_2 = [\Gamma - \eta + 1 : \Gamma]$. For $\eta \geq \frac{\Gamma}{2}$, we have $\Omega_1 \cap \Omega_2 = [\Gamma - \eta + 1 : \eta]$. We then have the following chain of inequalities:

\[
\begin{align*}
W^{[f]_{[\eta],[\lambda]}} & \triangleq W^{[\theta_{1,\lambda+1;\theta_2,1-1}] \cup W^{[\theta_2,\lambda+1;\theta_3,1-1]} \cup \ldots \cup W^{[\theta_\eta-1,\lambda+1;\theta_\eta,1-1]} \cup W^{[\theta_{\eta+1;\lambda}]}, \\
\end{align*}
\]
(f) follows from the privacy constraint (10);
(b) follows from the independence between the messages (2) and the independence between the messages and the queries (4);
(c) follows from the fact that the answer is a deterministic function of the queries and the stored messages (5);
(d) follows from the chain rule of mutual information, the independence of the messages (2), and the correctness condition (11), in particular from \( H(W^{[\theta_{r+1};\lambda]} \mid Q_{[n]}^{\Omega_2}, A_{[n]}^{\Omega_2} W^{\theta_{[r];\lambda]} } = 0; 

(g) follows from the fact that each message consists of \( L \) independent and identically distributed symbols (1).

\[ g \triangleq \lambda L (\Gamma - \eta), \]

where

(a) follows from the privacy constraint (10);

(b) follows from the independence between the messages (2) and the independence between the messages and the queries (4);

(c) follows from the fact that the answer is a deterministic function of the queries and the stored messages (5);

(d) follows from the chain rule of mutual information, the independence of the messages (2), and the correctness condition (11), in particular from \( H(W^{[\theta_{r+1};\lambda]} \mid Q_{[n]}^{\Omega_2}, A_{[n]}^{\Omega_2} W^{\theta_{[r];\lambda]} } = 0; 

(f) follows from the independence of the messages (2); the second term is zero due to the independence of the messages and the queries (4) and the fact that the answer strings are a deterministic function of the queries and a sufficient number of messages from each classes. Specifically, by combining (5) and (6) we have

\[ H(A_{[n]}^{\Omega_2} \mid Q_{[n]}^{\Omega_2} W^{\theta_{[r];\lambda]} } = \lambda H(A_{[n]}^{\Omega_2} Q_{[n]}^{\Omega_2} W^{\theta_{[r];\lambda]} ) = H(A_{[n]}^{\Omega_2} | Q_{[n]}^{\Omega_2} W^{[\theta_{r+1};\lambda]} ) = H(A_{[n]}^{\Omega_2} | Q_{[n]}^{\Omega_2} W^{[\theta_{r+1};\lambda]} ) = \ldots = H(A_{[n]}^{\Omega_2} | Q_{[n]}^{\Omega_2} W^{[f]} ) = 0; \]

(g) follows from the fact that each message consists of \( L \) independent and identically distributed symbols (1).

\[ L \leq \lambda L (\Gamma - \eta), \]
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