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ABSTRACT
Privacy-preserving neural network (NN) inference solutions have recently gained significant traction with several solutions that provide different latency-bandwidth trade-offs. Of these, many rely on homomorphic encryption (HE), a method of performing computations over encrypted data. However, HE operations even with state-of-the-art schemes are still considerably slow compared to their plaintext counterparts. Pruning the parameters of a NN model is a well-known approach to improving inference latency. However, pruning methods that are useful in the plaintext context may lend nearly negligible improvement in the HE case, as has also been demonstrated in recent work.

In this work, we propose a novel set of pruning methods that reduce the latency and memory requirement, thus bringing the effectiveness of plaintext pruning methods to HE. Crucially, our proposal employs two key techniques, viz. permutation and expansion of the packed model weights, that enable pruning significantly more ciphertexts and recovering most of the accuracy loss, respectively. We demonstrate the advantage of our method on fully connected layers where the weights are packed using a recently proposed packing technique called tile tensors, which allows executing deep NN inference in a non-interactive mode. We evaluate our methods on various autoencoder architectures and demonstrate that for a small mean-square reconstruction loss of $1.5 \times 10^{-5}$ on MNIST, we reduce the memory requirement and latency of HE-enabled inference by 60%.
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1 INTRODUCTION
Data privacy and confidentiality are of utmost priority in today’s world that is driven by information exchange. Outsourcing sensitive data to a third-party cloud environment, while complying with regulations such as GDPR [17] and HIPAA [14], is the need of the hour for many companies and organizations, such as banks and medical establishments. One promising solution that has been garnering significant traction is the use of homomorphic encryption (HE), which allows for the evaluation of certain functions on encrypted inputs. Gartner corroborates the massive potential of such privacy-preserving techniques, predicting that 50% of large organizations will adopt such computation models for processing in untrusted environments for multi-party data analytics, by 2025 [19]. Corporations and academic organizations have already begun investing resources into developing secure and efficient solutions, exemplified by the list of companies that are actively participating in initiatives such as HEBench [2] and the HE standardization effort [6]. The major challenge that is constraining faster adoption is that HE applications involving a large number of operations, such as inference on large machine learning (ML) models under HE, is at best a few orders-of-magnitude slower than their plaintext counterparts and has significantly more memory requirements [4].

Privacy-preserving Machine Learning (PPML). We focus on the use of HE in the context of privacy-preserving machine learning (PPML) inference frameworks. These frameworks run on systems that involve at least one client and one server, where the clients desire the privacy of input data (e.g., images), and the server performs inference over an encrypted ML model, which has been trained with proprietary data. Further, we focus on a non-client aided solution model that is illustrated in Figure 1, where the client (a hospital) dispatches encrypted images of the patient’s X-Ray images under HE. For example, a simple 25×25 grayscale image may be packed into a set of 49 ($= \lceil \frac{25}{4} \rceil \cdot \lceil \frac{25}{4} \rceil$) 4×4 tiles.

Figure 1: An illustration of a typical two-party (client-server) classification flow for detecting COVID-19 using patients’ X-Ray images under HE.
Neural Network (NN) Pruning. The problem of complex and large ML models with high memory and latency requirements is not unique to the domain of PPML, as it also exists in standard ML. One commonly used technique to address this limitation is pruning, e.g. pruning neural network (NN) convolutional filters, fully connected (FC) weights or even entire nodes from a trained model [8, 25, 26, 38, 42]. In practice, these methods are used as a form of model compression to reduce model sizes for better resource utilization and performance, while minimizing accuracy loss.

We adapt various NN pruning strategies from plaintext ML to our scenario of non-interactive HE under SIMD packing and show that they fail for any reasonably-sized packing shape. This is due to the fundamental reason that while pruning may introduce zeros, if the zeros reside in a ciphertext where even one other element is a non-zero, then the ciphertext cannot be eliminated. For instance, when we aggressively pruned 85% of weights in our network with our best pruning scheme, only 17% of the ciphertexts were eliminated.

Our Contributions. We propose a framework called HE-PEx that builds on a set of four primitives, viz. pruning, permuting, packing, and expanding, to achieve superior pruning ratios while maintaining low accuracy loss. While our methods are applicable to convolutional NNs, they best-suit networks with cascaded FC layers. Thus, we demonstrate our techniques on autoencoders, which generally use these layers.

Our contributions can be summarized as follows:
• We introduce a new set of methods to perform packing-aware pruning, which combines four main primitives: prune, permute, pack, and expand. Specifically, we provide a novel permutation algorithm for NNs that contain sequences of FC layers.
• We integrate this framework with HeLayers [3] to create a holistic toolset that takes in an input model and automatically produces a pruned and packed network that meets various user constraints, such as accuracy, latency and memory requirement.
• We adapt a state-of-the-art pruning technique called Hunter [13] to HeLayers that supports non-interactive HE evaluations of deep NNs, which serves as a baseline for our experimentation.
• We implement and compare several of these schemes on a set of three ML networks for tile tensors with different tile shapes, comparing their accuracies and ciphertext reduction fractions. Our results show reductions of 85% and 60% in zero tiles for tile sizes of 2x2 and 16x16, respectively, with an output reconstruction loss of $1.5 \times 10^{-5}$. The memory and latency of performing end-to-end inference operations using our largest network resulted in ~60% memory and latency reduction, with the same loss.

Paper Organization. The rest of the paper is organized as follows. Section 2 discusses related work on pruning for PPML. Section 3 describes the notation used in the paper and provides some background about NN pruning, HE, and tile tensor based packing [3]. Section 4 presents details of our framework, including our novel permutation and expansion algorithms. Our experimental setup is discussed in Section 5, and the results of our experiments are reported in Section 6. Finally, we discuss some interesting takeaways in Section 7 and conclude the paper in Section 8.

2 RELATED WORK

A few recent works port NN pruning techniques to the PPML domain. Yang et al. [52] propose a new FPGA design that can efficiently handle sparse ciphertexts. It assumes a network that is pruned based on some standard pruning method and leverages the fact that some ciphertexts happen to encrypt zeros. Cai et al. propose an improved pruning method called Hunter [13], where the pruning is applied in an HE packing-aware pruning manner. The pruning considers the way the data is encoded and encrypted into the HE ciphertexts, which eventually reduces the number of ciphertexts used for computation and thus reduces the overall latency and memory consumption. The packing-based pruning method of Hunter [13] is demonstrated using the specific packing choice of the client-aided solution GAZELLE [31], where the client evaluates the activation functions. HE-PEx, instead, targets a non-interactive scenario in which the server computes the activation layers and therefore should perform an online sequence of encrypted matrix multiplications. We adapt the Hunter scheme to this scenario (termed: P2T) and compare this against our other techniques. While we focus on non-interactive designs, we argue that HE-PEx is equally valuable for interactive designs.

Chou et al. [16] use pruning to reduce the number of weights, and quantization to convert them to powers-of-2, which results in sparse polynomial representations. Their techniques reduce the number of costly multiplication operations and improved the overall latency. While [16] uses pruning in the context of HE, it does not pack the network after pruning to maximize ciphertext density, as we do. Another work [51] considers pruning of convolution layers in the context of Paillier encryption [43], and [45] considers pruning in the context of garbled circuits (GCs), however their algorithm is different from ours and does not consider packing with tile tensors.

NN pruning was also considered by Gong et al. [22] in the context of PPML, where the goal was to maintain the privacy of the data in the training dataset. However, neither the model nor the data is encrypted and their privacy aspect lies with the training data, and not the data used during inference or the model weights.

Finally, like Hunter [13], our approaches used in HE-PEx are orthogonal to a line of research on privacy-preserving neural architecture search (NAS) [20, 29, 36, 39] that aim to find more efficient PPML architectures, while considering the underlying cryptographic primitives. For example, because it is hard to perform non-linear operations using HE, such a search can target finding NNs with less non-linear operations compared to a baseline.

3 BACKGROUND

This section provides the reader with some background on HE and a recent method of efficiently packing ciphertexts called tile tensors. We conclude this section with our assumed threat model.

3.1 Homomorphic Encryption

An HE scheme is an encryption scheme that allows us to evaluate any circuit, and in particular any function, on encrypted data [24]. Modern HE instantiations such as BGV [12], B/FV [11, 18], and CKKS [15] rely on the hardness of the Ring-LWE problem, support SIMD operations, and operate over rings of polynomials. HE schemes generally support six methods, viz. Gen, Enc, Dec, Add, Mul
3.2 Non-Interactive Homomorphic Encryption

Many frameworks offer PPML inference solutions using HE or a combination of it with multi-party computations (MPC) protocols, such as GCs, oblivious transfers (OTs) or secret sharing (SS) [3, 9, 10, 21, 30, 31, 35, 37, 39–41, 44–47, 49, 50]. Protocols that exclusively use HE, such as [3, 37], are called non-interactive or non-client-aided protocols, while the others are termed interactive or client-aided. In the client-aided approach, the server asks the client for assistance with the computation, e.g. to compute a non-polynomial function, such as ReLU, that is not supported natively in HE. Here, the server asks the server to decrypt the intermediate ciphertext data, perform the ReLU computation, and re-encrypt the data using HE. This approach is implemented, for example, in GAZELLE [31] and nGraph-HE [10]. Here, the server utilizes MPC to hide the intermediate results from the client.

The main drawback of client-aided solutions is that the client must stay online during the computation. Moreover, Akavia and Vald [5] demonstrate that this approach may involve some security risks, and Lehmkuhl et al. [34] show that it can even make it easier to perform model-extraction attacks. To this end, our focus is on non-client-aided solutions, where the computation is done entirely under encryption, without interaction. However, we stress that our proposed methods are also applicable to interactive solutions.

3.3 Ciphertext Packing using Tile Tensors

HE schemes, which operate on ciphertexts in a SIMD fashion such as BGV [12], B/FV [11, 18], and CKKS [15] allow encrypting a fixed size vector into a single ciphertext, and the homomorphic operations on the ciphertext are performed slot-wise on the elements of the plaintext vector. The use of SIMD also makes it faster to execute on modern processors that support efficient operations on vectors of data. To utilize this, we need to pack and encrypt more than one input element in every ciphertext. The choice of packing method can dramatically affect the latency (time taken to perform the computation), throughput (number of computations performed within a unit of time), communication costs (e.g. server-client bandwidth requirement), and memory requirement.

A recent work by Aharoni et al. [3] proposes a data structure called tile tensor that packs tensors (e.g. vectors, matrices) into fixed-size chunks, called tiles. Due to the property of them having fixed sizes, tile tensors are a natural fit for HE, as each tile can be encrypted into a single ciphertext, where each element of the tile is mapped into a separate slot in the ciphertext. The authors of [3] demonstrate the use of tile tensors to implement various layers of a NN. As an example, they consider encrypted inference on AlexNet [32], which is a classic network for image classification, and improve its execution time over the previous state-of-the-art by several orders-of-magnitude. In their solution, they employ 5-dimensional tiles, which they denote as $C, X, Y, F, B$, where $C$ is the channel dimension encoding the channels of the input, and $X$ and $Y$ are the width and height dimensions of the image, $F$ is the filter dimension encoding the different filters of each layer, and $B$ is the batch dimension encoding the different images to classify.

The authors illustrate that the same tensor can be packed into tiles of different shapes, but of the same size (i.e. capacity). For instance, while a matrix may be naively packed into column-vectors or row-vectors, it can also be packed into two-dimensional tiles, as long as the tile size matches the number of slots in the ciphertext. In addition, tile tensors allow for other manipulations, such as duplicating elements along one or more dimensions. This is necessary, for instance, when there is a batch dimension to the input and the weights need to be replicated to construct three-dimensional tiles. It is important to note that the security level of the scheme depends on the size of the tile and not on the individual dimensions. The paper shows that different tile shapes lead to different trade-offs. For instance, one tile shape may require more memory but be optimal in terms of execution time, while another shape may be trade-off execution time for a smaller memory footprint. To this end, the framework proposed in [3], called HeLayers, uses an optimizer to navigate the configuration space of tile shapes to find one that optimizes for a given objective function.

In the context of HE-enabled NN pruning, packing the neurons and weights of a NN into tiles raises an important challenge: efficient pruning can be done only in the resolution of an entire tile (i.e. ciphertext) and not at that of a single neuron or weight. This is the exact problem that HE-PEx sets out to address.

3.4 Threat Model

Our threat model involves three entities: (i) an AI model owner, (ii) a cloud server that performs model inference on HE encrypted data using the pre-computed AI model, and (iii) a user who sends confidential data to the cloud for model inference.

We take into account the following scenarios, among others.

1. The users and the model owner belong to the same organization, where both have access to the private key and are allowed to see the encrypted data.
2. The model owner is the private-key holder. The user uses the public key to encrypt their samples before uploading them to the cloud. The model owner can decrypt and distribute the inference or post-processed results to the users. This scenario involves a non-collusion assumption between the model owner and the cloud.
3. The user is the private-key owner. The model owner can use the public key to encrypt its model before uploading it to the cloud. This scenario involves a non-collusion assumption between the user and the cloud.

In all cases, the cloud should learn nothing about the underlying encrypted data. In (2) and (3), the users should not learn the model,
excluding privacy attacks, where the users try to extract the model training data from the inference results.

We assume that communication between all entities are encrypted using a secure network protocol, i.e. a protocol that provides confidentiality, integrity, and allows the model owner and the users to authenticate the cloud server, such as TLS 1.3. The model owner can send the model to the server either in encrypted format or in the clear. If the model is encrypted, the server should learn nothing about the model but its structure. In both cases, we assume that the cloud is semi-honest (or honest, but curious), i.e. it that it evaluates the functions provided by the data owner and users without any deviation. We stress that our proposed methods modify the data arrangement before encryption, and thus do not affect the semantic security properties of the underlying HE scheme. Finally, in our experiments we target an HE solution with 128-bit security.

4 HE-PEX FRAMEWORK

We first introduce our framework, called HE-PEx, and explain the pruning methods we incorporate as part of it. We then describe our simple but powerful permutation algorithm that effectively increases the ciphertexts that can be discarded with zero change in inference accuracy. The next part discusses the confidentiality implications of our schemes. We conclude with a description of how we integrate it as part of HeLayers [3].

4.1 Prune, Pack, Permute and Expand Methods

We introduce several methods that we list in Figure 2. Every method starts by training a NN; it could train from scratch or start with a pre-trained model. Once the network is trained, we prune its neurons or weights based on some criterion. While there are plenty of pruning configurations, we consider only a few standard methods that we summarize in Table 1. Note that a better pruning method can only serve to improve our reported results. In the rest of the paper, we denote the various pruning techniques by [scope]/[criterion]/[target].

Universally, our pruning methods accept a pruning fraction as input which indicates the fraction of the target to prune, where the target can be weights or neurons. Weight pruning is illustrated in Figure 3 (i)-(ii). We focus on weight pruning in this work, as pruning neurons can raise the question of whether the pruning technique really helps or if we could have just started with a smaller network, to begin with. This is an interesting philosophical question as many users today consider off-the-shelf NNs such as ResNet-20 [27] or AlexNet [32] when training a new model. In that case, i.e. in the common scenario for data scientists, pruning neurons helps. For completeness, we measure and report our results for both targets. We do not consider bias pruning separately.

![Figure 2: Overview of our prune, permute, expand, and pack methods as part of HE-PEx.](image)

<table>
<thead>
<tr>
<th>Scope</th>
<th>Criterion</th>
<th>Target</th>
</tr>
</thead>
<tbody>
<tr>
<td>Local (Lc)</td>
<td>Average/Maximum/Minimum of tile</td>
<td>Prune pack</td>
</tr>
</tbody>
</table>
| Global (Gl) | Maximum/average metric of its values and prune the tiles with the lowest value of the metric. We refer to these options under the (reduction) criteria in Table 1 and denote this pruning as prunePack in Figure 2. Note that this is our adaptation of Hunter [13] to tile tensors [3], which we compare with other strategies. Note that only P2T performs packing-based pruning right away, and because it prunes complete tiles, there is no need to perform further steps such as permutation or expansion. The con is that each tile may harbor a wide range of weights, and so important weights may get pruned in this process. In contrast, a non-packing-aware pruning may be more efficient in terms of pruning the “right” weights, however, the pruned weights or neurons are not necessarily organized in a way that is packing-friendly and will lead to a

The pruning criteria we consider include (i) pruning uniformly at random, i.e. randomly pruning neurons or randomly setting weights to zero, and (ii) pruning based on some threshold, e.g. the L1-norm of a weight, or of the set of incoming/outgoing weights of a neuron.

We will describe the additional criteria for P2T, P4 and P4E later.

The scope of pruning indicates whether the pruning is done layer-by-layer, or all at once. When using the random criterion, the scope does not have an effect. However, it has a major effect when considering, e.g. L1-based pruning, particularly if there is a large variance in the weights across the different layers. Here, if we prune 50% of the network, it might be the case that only the initial layers are pruned. To summarize, we consider five pruning configurations based on valid combinations of the parameters in Table 1, viz. Lc/L1/Wei, Gl/L1/Wei, -Rnd/Wei, Le/L1/Neu1 and -Rnd/Wei.

All strategies except for P2T first perform pruning by one of the pruning configurations defined above. P2T uses a tile packing-based pruning configuration that is distinct from the above. Here, we first pick a tile shape and split every matrix into tiles, as illustrated in Figure 3 (i) with 2x2 tiles. For every tile, we compute the minimum/maximum/average metric of its values and prune the tiles with the lowest value of the metric. We refer to these options under the (reduction) criteria in Table 1 and denote this pruning as prunePack in Figure 2. Note that this is our adaptation of Hunter [13] to tile tensors [3], which we compare with other strategies.
we perform a semi-packing-aware pruning method that locates mostly-zero tiles and prunes a few elements inside them (but not all). Subsequently, we reapply the permutation algorithm, with the idea being to help the permutation heuristic while sticking with the pruning configuration that was originally applied. After the second permutation, we either expand or packing-aware-prune tiles based on the number of zeros inside them. These schemes led to unstable behavior with regard to the loss function in our experiments, and thus we do not discuss these further in the rest of the paper.

4.2 Permutation Algorithm

We illustrate here an efficient way of increasing the number of zero-tiles given a pruned network and a tile tensor shape. We first describe the algorithm for the case of a single weight matrix (an FC layer) and then extend the idea to multi-layered NNs. We note that in addition to a permuted network, our algorithm produces two permutation matrices, $P_{in}$ and $P_{out}$, which are multiplied with the input and output, respectively, at the user’s end. Since these are just two plaintext operations, the overhead for this is negligible compared to the HE computation.

One naïve way to obtain the matrix with the greatest number of zero-tiles is an exhaustive search. However, this method has a complexity of $O(M!N!)$ for an $M \times N$ weight matrix, which quickly gets prohibitive as the size of the layer increases. To make this problem tractable, we instead propose to permute the rows and columns based on iterative clustering algorithms. Specifically, we illustrate our proposal using the well-known $k$-means clustering technique, which we show in Figure 5. We note that we use a balanced version of $k$-means, as we require the size of each cluster to exactly match the tile shape. However, our idea is not restricted to $k$-means and is equally compatible with other clustering techniques, such as agglomerative clustering [23] and graph partitioning techniques such as Ncut [48]. The rows of the pruned weight matrix are considered as vectors and $k$-means is applied to produce a new weight matrix with the rows permuted to increase the number of zero-tiles. Then this matrix is transposed, and the process is repeated till convergence. Here, the distance function used is Hamming distance with

Figure 3: Illustration of our prune-permute strategy for the P3E scheme when considering a 4-layer network with 6,4,8,4 neurons in layers A-D, respectively. We divide the weight matrices into $2 \times 2$ tiles and perform $54/88 = 61\%$ weight-based pruning. After pruning we can only reduce $2/22 \approx 10\%$ tiles. After permutation, however, it is possible to reduce $7/22 \approx 35\%$ of the tiles. Expansion (with an implicit post-expansion re-training step) is useful to restore most of the accuracy loss.

Figure 4: Illustration of the two additional operations required for inference on a permuted autoencoder network. These are performed on the plaintext input and output.

The permute and expand operations are illustrated in Figure 3 (ii)-(iv). The permute operation permutes the rows and columns of the weight matrices after the pruning operation to essentially congregate the zero elements together. The detailed algorithm that we deploy is described in Section 4.2. The expand operation is a reversal of the pruning operation, where we search for tiles that are not completely zero, i.e. they hold zeros and non-zeros, and we un-prune the zero elements inside them. The motivation behind this action lies in the motivation to perform pruning, which is to reduce the number of active tiles. If a tile is not reduced, i.e. it has non-zero elements, then we cannot ignore it, and because we do not gain any performance benefits, it is best to fully utilize its elements to improve the accuracy of the model.

The strategies described above form the foundations of the schemes P2, P2T, P3, and P3E, as shown in Figure 2. To complete the set, we construct two more strategies, called P4 and P4E. In P4, instead of expanding the model as in P3E, we perform a second pruning-aware-packing step to reduce tiles that contain “mostly” zeros. These tiles are selected based on whether the tile has more than a certain fraction of non-zeros, which is an additional criterion for this scheme (see Table 1). Lastly, we note that we experimented with two more schemes, where after the first permutation step, we perform a semi-packing-aware-pruning method that locates mostly-zero tiles and prunes a few elements inside them (but not
Permutation is able to efficiently rearrange the weights without affecting the outcome of operations that use the weights. In this example, two $k$-means iterations are sufficient to reach the permutation with the maximum number of zero tiles.

Multi-Layer Permutation. In the case of a single weight matrix (an independent FC layer), one can permute the rows and columns independently. For a deeper network, however, the weights for adjacent layers are also affected when permuting the rows/columns of a given layer. Consider the network in Figure 6. Shuffling the neurons in layer B translates to permuting the rows of the weight matrix $W_{BC}$, however this also permutes the rows of the preceding weight matrix $W_{AB}$. Thus we need to permute the rows of $W_{AB}$ and $W_{BC}$ in tandem (treating them as a concatenated matrix), and similarly for $W_{CD}$ and $W_{DE}$ in the case of permutations of neurons in layer D, and $W_{EF}$ for layer F. In the next iteration, we permute the columns of the remaining sets of weights, which corresponds to permuting the neurons in layers A, C and E. This process is repeated till convergence. As is evident, this technique essentially discovers a re-arranged network such that the packing method can discard the maximum number of ciphertexts (tiles) that contain only zeros, thus benefitting both memory and latency, and without affecting the model (and thus accuracy).

4.3 Integration with HeLayers

As alluded to previously, we integrate HE-PEx with HeLayers [3] and Figure 7 shows the flowchart of our P4E strategy. This flowchart can be extended as needed to the other strategies discussed in Section 4.1. We illustrate a grid-search approach in this flowchart with $[\text{thres}\_\text{all}]$ and $[\text{tile}\_\text{shapes}]$ being a pre-selected set of values ($\text{meta}\_\text{prune}\_\text{thres}$ may be constant or swept) and the output of the framework is a model ready for deployment that meets an objective function based on latency, accuracy and/or memory requirement. A local-search strategy can similarly be considered to navigate the exploration state space with fewer training and permutation rounds, which are the most time-consuming segments of this flow.

4.4 Security Analysis

The confidentiality of the model or the user data is agnostic to the use of HE-PEx, because the pruning phase happens in plaintext before uploading any data to the server. Once the data is encrypted its security relies on the semantic security of the underlying HE algorithm, such as BGV [12], B/FV [11, 18], or CKKS [15], which
We are unaware of previous reports on such attacks and we see it as another advantage. This concern applies to our work as well as prior work such as [13].

The use of pruning can raise the following concerns: can the server learn anything about the training or test data based solely on the reduced architecture? Can an adversary learn something if it knows the original structure and can observe the new structure? Can an adversary learn something about the training or test data based solely on the reduced architecture? That is, can an adversary learn something if it knows the original structure and can observe the new structure?

Consequently, this paper assumes that no meaningful leakage happens from using a reduced model, as is its output size. We train the encoder and decoder parts of the network together in our experiments. We stress that our methods are by no means restricted to autoencoders; these are simply used as a vehicle for our evaluation.

The use of pruning can raise the following concerns: can the structure of the model leak information? That is, can an adversary learn something about the training or test data based solely on the reduced architecture? Can an adversary learn something if it knows the original structure and can observe the new structure? This concern applies to our work as well as prior work such as [13]. We are unaware of previous reports on such attacks and we see it as an interesting research question. Consequently, this paper assumes that no meaningful leakage happens from using a reduced model, except for the final model architecture, which includes the position of the zero tiles and is always visible when using HE. Lastly, as stated in Section 1, we leave outside the scope of this paper attacks such as model-extraction, model-inversion and inference-membership attacks that can result from treating the model as a black-box.

Figure 8: Histograms of zero elements in 4×4 and 8×8 tiles, after performing Lc/L1/Wei pruning of 90% of the weights in Autoenc2, before and after applying our permutation and expansion algorithms (P4E scheme). The x-axis is the number of zeros in tile and the y-axis is the fraction of tiles.

Figure 9: Visualization of the autoencoder output reconstructed image for different loss values using MNIST.

Dataset and Network Architectures. Our experiments involve three vanilla autoencoder network architectures, in which every FC layer is followed by an activation layer. We use square activations instead of typical ReLU activations to support non-interactive solutions that require HE-friendly networks.

• Autoenc1: a network with 1 FC layer of size 32.
• Autoenc2: a network with 1 FC layer of size 64.
• Autoenc3: a network with 3 FC layers of sizes 32, 64, and 64.

We trained the networks on the MNIST dataset [33], which contains 60,000 images of 28×28×1 = 784 pixels. Consequently, the autoencoder’s input size is 784, as is its output size. We train the encoder and decoder parts of the network together in our experiments. We stress that our methods are by no means restricted to autoencoders; these are simply used as a vehicle for our evaluation.

Training Parameters. The number of [training epochs, re-training epochs]: for Autoenc1, Autoenc2, Autoenc3 were set to [20, 10], [30, 20], and [30, 20], respectively. We use batches of ten samples for training and set the learning rate of the Adam optimizer to 0.001. Following previous work on autoencoders, we set our loss function to be the mean-square error (MSE) between the input image and the output (reconstructed) image, and use the same as a proxy for the performance (accuracy) of the model. A visualization of the raw loss values is shown in Figure 9.

Tile Shapes. Without loss of generality, we perform our experiments with tile tensors of dimensions [t1, t2, t3], where t1 = t2.
We use this section to first present an in-depth analysis of the P4E Autoenc (Autoenc \((\text{Autoenc})\)) scheme.

To give the reader an intuitive understanding of the impact of each \(Lc/L1/Wei\) scheme, below which the entire tile is pruned (\(Lc/L1/Wei\)).

Figure 10: Test loss (y-axis) and percentage of zero tiles (x-axis) with a tile shape of \(16 \times 16\) for our P4E scheme (Autoenc\(_2\): left and Autoenc\(_3\): right) with different values of \(N\), where \(N\) is the threshold of non-zeros per tile equal to or below which the entire tile is pruned (\(Lc/L1/Wei\)).

6 EVALUATION

We use this section to first present an in-depth analysis of the P4E scheme, which gave us the best overall results. We then compare P4E with the other methods presented in Section 4.1.

6.1 Analysis of P4E

To give the reader an intuitive understanding of the impact of each of the critical steps in P4E (Figure 2), we show histograms of the fraction of tiles that have certain number of zeros in them for the Autoenc\(_2\) network with the \(Lc/L1/Wei\) pruning strategy. Prior to the prune step, obviously, most if not all of the tiles have no zeros in them. After pruning 90\% of the weights as part of the prune step, only 54\% of the tiles have all zeros for the \(4 \times 4\) tile shape. This scenario is even worse for the \(8 \times 8\) case, where just 26\% of the tiles are completely zeros. To explain it, let us assume for simplicity that the weight tensor has a uniform distribution with a density of \(p\), i.e. each cell is 0 with a probability \(p\). Then, the probability to have a tile of size \(m \times n\) with all zeros is \(p^{mn}\), which is reduced when we increase the tile size. In practice, we do not have a uniform distribution because of the locality of large and small weights, and this can be observed in the distributions in Figure 8 (i), which are far from Normal. When the permute step is applied, the weight tensors are rearranged so that more zeros are clustered together, thus increasing the zero-tile percentage to \(63\%\) and \(46\%\) for the \(4 \times 4\) and \(8 \times 8\) case, respectively (Figure 8 (ii)). We thus see a major improvement with permutation, especially for larger tiles.

As we see from the histograms, there are still many tiles that have close-to-maximum zeros but that are not exactly zero tiles. The next step in P4E is to carefully prune these \(\text{entire tiles (prune}^{\text{pack}}\text{)}\) such that we can convert them to zero tiles while not penalizing the model accuracy too much. In Figure 10, we illustrate how we pick the pruning threshold (\(N\)) for prune\(^{\text{pack}}\) with the example of the \(16 \times 16\) tile shape. Pruning with \(N=16\), i.e. deleting all tiles with less than or equal to 16 non-zeros (6.25\% of the tile size), leads to the best overall pruning efficiency without destabilizing the network. Larger values of \(N\) cause degradation in model accuracy, as exemplified by their zig-zag behavior in Figure 10, and are thus not considered. The histogram view of the outcome of prune\(^{\text{pack}}\) is shown in Figure 8 (iii).

The final step in P4E (Figure 8 (iv)) is to expand the tiles that have any non-zero left in them. Specifically, expansion refers to re-enabling the cells corresponding to these tiles in the pruning mask of the corresponding weight tensor, which is subsequently followed by re-training to make these cells contain “useful” weights. Although the final model has 72\% and 65\% zero tiles (corresponding to tile shapes of \(4 \times 4\) and \(8 \times 8\), respectively) given that we started with pruning 90\% of the weights, the careful pruning techniques employed in P4E result in a network that still maintains good accuracy, as we will see in the next section.

6.2 Analysis of Pruning Schemes

We now compare a subset of our methods discussed in Section 4.1 – P2, P3, P3E, and P4E, for each of the pruning schemes selected from a combination of scope, criterion, and target (Table 1). These schemes are compared in Figure 11 for four tile shapes, on the basis of test loss and zero tile percentage. Ideally, we would like to pick a scheme that maximizes the zero tile percentage for minimum loss.

We present our analysis in the order of the worst to the best pruning scheme. \(\sim\text{Rnd/Wei}\) with P2, which randomly prunes weights in the network, is oblivious to the importance (i.e. value) of the weights and thus affects the accuracy of the network even for conservative amounts of pruning. Moreover, this pruning scheme fails to even get good zero tile fractions as the tile size grows; the fraction of zero tile scales as \(p^{mn}\) for a weight pruning fraction of \(p\) and \(m \times n\) tiles, as mentioned in Section 6.1. Permute (for P3 and P3E) helps, but not by much, as the distribution after permutation is also uniformly random. With expansion, particularly for larger tile sizes, there are hardly any zero tiles left, again owing to the uniform distribution of zeros. P4E, with the combination of two pruning rounds with permutation and expansion, performs the best, but as we will see, other pruning schemes outperform random pruning.
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Figure 11: A comparison of our different methods on tiles of size $2 \times 2$, $4 \times 4$, $8 \times 8$ and $16 \times 16$ (left to right) on Autoenc$_2$. The $y$-axis is the value of the mean square error loss function and the $x$-axis is the percentage of pruned zero tiles. The schemes are ranked from best to worst going downward.

The neuron pruning schemes, $\text{Lc/L1/Neu}$ and $\text{-/Rnd/Neu}$, more gracefully degrade accuracy with pruning and consequently a better trade-off with the percentage of zero tiles. Once permutation is done, the network becomes almost fully-dense, i.e., except for the tiles at the right or bottom edge of the weight tensor, which are taken care of by expansion. As a result, P3 performs closely with P3E and P4E, which are exactly equal for these two scenarios. The local and global L1-norm based weight pruning schemes, $\text{Lc/L1/Wei}$ and $\text{Gl/L1/Wei}$, give us the best overall trade-off of model accuracy and zero tile fraction. The results considering local pruning scope are slightly better than the global scope for this network (Autoenc$_2$), however our other experiments show that local performs far better for deeper networks such as Autoenc$_3$ (not shown in figure). Except for the $2 \times 2$ case, P3E and P4E dominate over the other methods. P3E provides networks with losses that are within a small percentage of the original unpruned network. However, the zero tile percentage falls with an increase in tile shape, settling to around 50% for $16 \times 16$ tiles (with pruning of 95% of the weights). P4E is able to push the envelope some more and leads to more zero tiles for some increase in loss. Interestingly, small amounts of pruning under P3 leads to better accuracy than the unpruned network (indicated by the bulges at the base of the curves), as the resultant model generalizes better.

6.3 Comparison with P2T Strategies

We compare our P4E method with our adaption of the scheme by Cai et al. [13] to a non-interactive solution, which we refer to as P2T. We construct four variants of P2T, viz. $\text{Gl/T-Avg/-}$, $\text{Gl/T-Max/-}$, $\text{Lc/T-Avg/-}$ and $\text{Lc/T-Max/-}$. All of these use packing-aware pruning as the first step, with the scope and reduction criterion specified by the first two parameters in the scheme name (Section 4.1).

The results are shown in Figure 12 for each of the three networks and our chosen tile shapes. The local pruning schemes for P2T generally outperform the global scheme, as is true of P4E from Section 6.2. Clearly, P2T is mostly superior for a small tile size...
Figure 12: A comparison of the best overall pruning method (P4E, Gl/L1/Wei) against P2T variants over different encoders (Autoenc1, Autoenc2, Autoenc3) and different tile sizes (2x2, 4x4, 8x8, 16x16). The y-axis is the value of the mean square error loss function and the x-axis is the percentage of pruned zero tiles. (2x2, here), however this scheme quickly degrades as the tile size increases. This is because the variance of weights held in each tile grows with the size of the tile, i.e. the larger the tile size, the more the chances that it holds a set of weights that are different in magnitude. When all of these weights are pruned at once, as is done in P2T, it leads to degradation in model accuracy, since important weights are pruned away along with unimportant ones. This is exactly shown by the figures corresponding to tile shapes of 4x4, 8x8 and 16x16; the general trend is that the degradation for P2T is much worse as the tile size increases, compared to P4E. These results effectively showcase the benefits of our prune, permute and expand approaches, in lieu of blind packing-aware pruning schemes, such as P2T.

6.4 Impact on Latency and Memory

Figure 13 shows the latency and memory reduction when running HE-enabled inference on Autoenc3, considering different percentage of zero tiles across different tile sizes (t1 = t2 = 2/4/8/16). For the comparison, we fixed the ciphertext polynomial degree to 32,768, which allows it to hold 16,384 values. We also fixed the batch dimension t3 to 4,096/1,024/256/64 for t1 = 2/4/8/16, respectively. Our results show memory and latency reductions of up to 65 percent when using 2x2 tiles and up to 40% reduction for 16x16 tiles. Table 2 shows a breakdown of the number of HE operations before and after pruning the network. As expected, pruning reduces ~93% of the HE additions and HE multiplications for the case of tile sizes of 2x2 and 16x16.

Table 2: Number of HE operations when performing an inference operation over Autoenc3 before and after pruning (pr) 95% of the weights for tile sizes of 2x2 and 16x16.

<table>
<thead>
<tr>
<th>HE Operation</th>
<th>2x2</th>
<th>2x2 pr (1)</th>
<th>16x16</th>
<th>16x16 pr (1)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Addition</td>
<td>24,352</td>
<td>1,693 (93%)</td>
<td>624</td>
<td>231 (63%)</td>
</tr>
<tr>
<td>Multiplication</td>
<td>23,869</td>
<td>1,412 (94%)</td>
<td>384</td>
<td>103 (73%)</td>
</tr>
<tr>
<td>Rotation</td>
<td>483</td>
<td>281 (42%)</td>
<td>240</td>
<td>128 (47%)</td>
</tr>
<tr>
<td>Relinearization</td>
<td>467</td>
<td>265 (43%)</td>
<td>58</td>
<td>30 (48%)</td>
</tr>
</tbody>
</table>

t1 = 2. It also reduces 63% and 73% of the HE additions and HE multiplications, respectively, for the t1 = 16 case.

In both cases, we observe around a 43% reduction in the number of rotations and relinearizations. One explanation is that when using tile tensors for performing matrix multiplication, even with pruning, we still need to execute the rotate-and-sum algorithm to get the final results. In addition, for performance reasons, HeLayers tries to minimize the number of relinearizations by grouping several multiplications together before executing one relinearization.

Table 2 provides an explanation for why there is a potential 30% latency to reduce, even after 95% pruning. Another explanation is that we reduce almost all of the multiplications that are part of the matrix multiplication operations of the network, however, the output of each FC layer is likely to not include zero tiles. Therefore, we still have to perform the square activations, which involves multiplication and relinearization operations.
We leave this effort for a future work.

Use of other Activation Functions. When using non-interactive approaches, we substitute typical ReLU activations with HE-friendly activations. For simplicity, we chose to construct our networks with FC and activation layers to showcase a focused set of experiments and analyses. However, this does not imply that our methods are not applicable to other layers, such as convolutional layers. Particularly, we did not evaluate HE-PEx with convolutional layers because the fact that convolution filters are generally small, it becomes less interesting to do pruning, permutation and expansion on them. However, HeLayers [3] uses a different convolutional packing method than GAZELLE [31]. It would be interesting to compare the effect of pruning convolutional NNs using our proposed approaches and comparing with other work such as Hunter [13]. We leave this effort for a future work.

Use of other Activation Functions. When using non-interactive designs, we need to substitute typical ReLU activations with HE-friendly activations. For simplicity, we chose to construct our networks using square activations. However, it is possible to use finer-grained approximations, such as higher-degree polynomial-based activations, or trainable activations, to achieve better results [7]. Our methods are orthogonal to the choice of activation function.

Tackling Drawbacks of Non-Interactive Solutions. A common claim in favor of client-aided solutions over non-client-aided ones is that they do not require training a new network, i.e. the data model can use an off-the-shelf network, even if it includes non-linear operations that can be executed securely by the client. Clearly, this claim no longer holds when considering client-aided solutions such as Hunter [13], as the model owner needs to prune and retrain the network. In that sense, the cost of also considering HE-friendly layers, i.e. only linear operations, becomes negligible, which gets the community one step ahead toward having usable non-interactive HE-based solutions.

8 CONCLUSION

This work presented HE-PEx, a framework of packing-aware pruning for HE-enabled NNs that combines four critical primitives, viz. pruning, permutation, expansion and packing. Specifically, we introduce a novel permutation algorithm that rearranges the weights of the network to improve the efficiency of pruning, without affecting the network accuracy. We described how HE-PEx operates in a non-client-aided HE-enabled inference use-case, and integrated it with a general HE packing framework called HeLayers [3] that uses tile tensors for encoding the inputs into ciphertexts. The integrated framework takes the unpruned network and produces a pruned network along with the tile shape to use for optimally meeting an objective function composed of inference accuracy, latency and memory requirement.

We demonstrated our pruning techniques with various schemes on a set of three HE-friendly autoencoder networks. We adapted a state-of-the-art pruning technique called Hunter [13] to the non-interactive scenario and compared our best scheme against theirs, in terms of reconstruction loss and the fractions of ciphertexts eliminated. Our results with running MNIST on a set of autoencoders showed around a 85% reduction in zero tiles for tile sizes of 2x2 and 60% for larger tiles of size 16x16, under a small reconstruction of $1.5 \times 10^{-5}$. Using our techniques for end-to-end inference on our largest network, we observed reductions of 60% for both memory and latency, under the same loss.
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Figure 13: Latency and memory usage when considering different percentage of zero tiles for different tile sizes ($t_1 = t_2 = 2/4/8/16$) when running Autoenc3 with HeLayers.